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Summary

Since the beginning of the twenty-first century, China’s defense 
science, technology, and innovation (DSTI) system has been 

vigorously developing a comprehensive set of innovation capabilities 
that will eventually allow it to join the world’s top tier of military 
technological powers. Ample access to financial, human, and 
research resources; strong political support; inflows of foreign 
technologies and know-how; and the introduction of advanced 
modes of governance, market competition, and management are 
producing significant progress, although from a low base. But long-
term success is far from assured as daunting structural bottlenecks 
stand in the way, not the least of which is the struggle to overcome 
a long history of debilitating Socialist central planning.

China’s target is to catch up by 2020. Although this may be possible 
in a few select areas, the defense economy as a whole will likely 
require another 5–10 years beyond this date to successfully master 
the ability to produce radical breakthrough innovations. This briefing 
paper analyzes the key areas in the Chinese defense economy’s gradual 
but accelerating shift from imitation to indigenous innovation.
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Building Hard and Soft 
innovation CapaBilitieS 

The Chinese defense economy’s technological ad-
vancement depends on the acquisition and master-
ing of hard and soft innovation capabilities. Hard 
capabilities are aimed at technological innovation, 
especially but not exclusively focused on product 
innovation. The most important of these capabili-
ties for the Chinese defense economy include the 
research and development apparatus; the talent 
pool of scientists and engineers; access to capital 
markets and investment funds; the defense manu-
facturing apparatus; the role of defense conglom-
erates; linkages with foreign flows of technology 
and global innovation networks; and benefits that 
come from civil–military integration activities. 
Four of these areas are especially noteworthy:

Forging an advanced research and development 
apparatus: The Chinese defense R&D apparatus 
has been undergoing a far-reaching overhaul and 
expansion since the late 1990s to overcome seri-
ous organizational, management, and operational 
problems that crippled its ability to conduct high-
quality work. The key goals of these reforms have 
been to enhance basic research capabilities, to di-
versify management oversight and funding sourc-
es from the state to the corporate sector, to tear 
down the barriers that have kept the defense R&D 
system separate from the rest of the national in-
novation system, and to forge close linkages with 
universities and civilian research institutes. 

Fostering defense conglomerates as key inno-
vation hubs: China’s ten defense conglomerates 
have emerged over the past decade to become the 
most important cogs in the defense innovation 
system for several reasons. First, they now own 
and manage a growing segment of the R&D ap-
paratus. Second, their growing financial strength 
allows these firms to invest heavily in innovation 
activities. Third, their collaboration with foreign 
companies and engagement in foreign markets 
makes them important conduits of external knowl-
edge and technology. Fourth, it is in the core inter-
est of these firms to support the development of 
key institutional mechanisms that will safeguard 

the results of their innovation activities, especial-
ly the strengthening of intellectual property rights 
protection.

Training new generations of defense scientists 
and engineers: The Chinese defense economy has 
strong and growing demand for new generations 
of well-trained scientists, engineers, managers, 
and skilled factory workers to replace the graying 
ranks of its workforce of some two million and to 
fill positions created by the rise of new high-tech-
nology sectors. The seven universities affiliated 
with the State Administration for Science, Tech-
nology and Industry for National Defense (SAS-
TIND) registered an 86 percent increase in their 
total student populations between 1999 and 2005. 
The total number of students in these universities 
numbered 230,000 in 2005. The quality of these 
students also improved, with the number of post-
graduate students accounting for a greater propor-
tion of total numbers. 

These SASTIND universities are the principal 
pipeline of human talent to the defense economy. 
Of the 284,000 students who graduated from these 
universities between 1999 and 2005, 18 percent 
went to work in the defense economy. More sig-
nificantly, 35 percent of those going into the de-
fense economy had advanced degrees, which indi-
cates that the human talent being recruited by the 
defense S&T establishment is of a higher quality 
than the rest of the national innovation system. 
This influx of younger talent is transforming the 
demographic make-up of the defense economy.

Access to external technology flows: Much of the 
credit for the progress in China’s defense techno-
logical development over the past 10–15 years 
can be attributed to the importation and absorp-
tion of technologies and knowledge from abroad, 
especially from Russia. This has been a fruitful 
marriage of convenience for both countries. China 
acquired upwards of $30 billion of weapons and 
defense technologies from Russia between 1992 
and 2009, heavily concentrated in the aviation and 
naval sectors. The Chinese sales have also been a 
crucial lifeline in keeping the struggling Russian 
defense industry financially afloat. But the long-
term prospects for this relationship look bleak 



3

because of growing distrust, due in large part to 
concerted Chinese efforts to illicitly reverse engi-
neer Russian weapons. This diminishing access to 
foreign technology and knowledge flows could be 
a serious brake on the defense economy’s urgent 
push to improve upon its innovation capabilities.

The defense economy may benefit from the 
growing interdependence between the Chinese 
and global economies, especially in the high tech-
nology, electronics, and information technology 
arenas. Since the late 1990s, a growing trend has 
been the formation of global innovation networks 
that integrate dispersed engineering, product de-
velopment, and R&D across national boundaries. 
The rapid rise of these global innovation networks 
will lead to far-reaching structural changes to the 
geography of innovation and production in the 
high-technology sector within the next decade.

tHe role of Soft 
innovation CapaBilitieS
Soft capabilities cover political, institutional, re-
lational, social, and other factors that shape non-
technological and process-related innovative 
activity. These soft capabilities include organi-
zational, marketing, and entrepreneurial skills as 
well as governance factors. The most important 
soft capabilities for the Chinese defense economy 
include high-level leadership support; forging of a 
new state regulatory oversight model; cultivating 
new institutional culture and governance norms; 
constructing a modern regulatory and standards-
based regime; improving technology diffusion and 
promoting intellectual property rights protection; 
and enhancing the role and influence of the Peo-
ple’s Liberation Army (PLA), through the General 
Armament Department (GAD), in guiding techno-
logical development within the defense economy. 
Three issues are of particular importance: 

National leadership support: Active and credible 
support and guidance from the highest levels of 
the policy-making and political leaderships is a 
crucial factor in the Chinese defense economy’s 
ability to carry out innovation activities. Leader-

ship backing is essential in tackling key structural 
barriers that include entrenched bureaucratic in-
ertia, risk-adverse decision making, institutional 
compartmentalization, and chronic project man-
agement problems that cause prolonged delays 
and cost overruns. Without outside leadership in-
tervention and oversight, many of the key achieve-
ments of the defense economy over the past 60 
years might not have happened. This would in-
clude the development of the nuclear and strategic 
missile programs in the 1960s, the turnaround in 
the fortunes of the defense economy since the end 
of the 1990s, and the manned space program. 

Changing industrial culture and governance 
norms: One of the biggest challenges in nurturing 
the innovative spirit of the defense economy is to 
overturn an insular and conservative institutional 
mindset shaped by decades of central planning. 
This has meant a strong aversion to risk, a lack of 
competitive instincts, poor motivation, and weak 
disciplinary practices. A campaign known as the 
“Four Mechanisms” was launched in the late 
1990s to address governance deficits in four key 
areas: 1) competition, which focused on overhaul-
ing outdated contract and project management 
systems; 2) evaluation, which involved the set-
ting up of an independent and robust evaluation 
system; 3) supervision, which sought to tackle 
widespread malpractices and bolster greater dis-
ciplinary oversight; and 4) encouragement and in-
centivization, which aimed to improve motivation 
among employees through ideological campaigns, 
better human resource management, and the use 
of financial incentives.

Growing clout of the military end-user: The 
emergence of the PLA as the dominant actor in 
guiding defense S&T research and production ac-
tivities since the late 1990s has been an impor-
tant factor in improving the performance of the 
defense economy. Under the watchful eye of the 
GAD, the defense economy has had to shift from 
pursuing technology-push strategies to focus in-
creasingly on demand-pull requirements from 
PLA end-users. 



4

ConCluSionS
The Chinese defense economy is making visible 
strides in building up its hard innovation capabili-
ties and addressing shortcomings in its soft ca-
pabilities. The most impressive progress has oc-
curred in the opening up of the defense economy 
to the capital markets, the promotion of civil–mil-
itary integration, the strengthening of the GAD’s 
role in managing weapons development, and the 
reform of the big defense conglomerates. 

Results have been mixed in the revamping of 
the research and development apparatus, nurtur-
ing of a new talent pool of skilled scientists and 
engineers, and the building of a new regulatory 
and standards-based regime. Moreover, uncertain-
ty clouds the defense economy’s long-term access 
to external military and dual-use technologies and 
know-how, especially with rising tensions and 
mistrust in once-close ties with Russia and the 
continuing arms embargo with the West. This is 
partially compensated for by the deepening inte-
gration of China’s civilian technology sectors with 
global innovation networks.

This progress in the development of the de-
fense economy’s innovation capabilities will con-
tinue on an upward trajectory and could even ac-
celerate, as long as China’s central leadership is 
committed to the goal of building a world-class 
military industrial complex, funding remains 
plentiful, and end-user demand continues to be 
strong. This is likely to be the case even as a new 
generation of leaders takes over the reins of power 
in 2012–13, since they also subscribe to the view 
defined in the country’s science and technology 
development plan that having a world-class in-
digenous innovation capacity is critical to China’s 
long-term national security and economic com-
petitiveness. This means that the defense econo-
my will likely transition from its current status as 
a hybrid imitator-innovator and become a fully-
fledged innovation power by the mid to late part of 
this decade. However, this indigenous innovation 
will likely occur at the lower rungs of the innova-
tion ladder focusing primarily on incremental and 
architectural types of innovation. 

The ability to successfully conduct modular in-
novation activities on a sustained basis will remain 
beyond the reach of the Chinese defense economy 
until towards the latter half of this decade, al-
though there may be occasional breakthroughs in 
select pockets of excellence such as in the space, 
aviation, and nuclear sectors. Radical innovation 
leading to major technological breakthroughs re-
mains an even more distant long-range challenge 
stretching well into the 2020s. However, China 
has shown with its success in developing nuclear 
weapons and strategic missiles in the 1960s and 
1970s that it can pursue this type of innovation if 
the survival of the regime was considered at risk. 
It was able to overcome serious drawbacks to its 
defense innovation system through concentrated 
mobilization of resources, organizational flexibil-
ity, and top-level leadership support. 

If China’s leaders were to see the country’s 
national security once again as seriously threat-
ened as during the Maoist era, this could prompt 
another concerted drive to attain breakthroughs 
in critical defense technological capabilities. This 
seems to be happening with the development of 
long-range precision ballistic missile capabilities 
and perhaps anti-satellite systems. 

China’s present approach appears to be the 
selective targeting of a few critical areas for ac-
celerated development while the rest of the DSTI 
system pursues a more moderate pace of transfor-
mation. But as the country grows more prosperous 
and more technologically capable, and its security 
interests become more global and complex, this 
targeted strategy is likely to broaden.  
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