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EMERGENCY COMMUNICATIONS:

THE QUEST FOR INTEROPERABILITY IN THE UNITED STATES AND EUROPE

Viktor Mayer- Schonberger

Late in the morning of April 20, 1999, Eric Harris and Dylan Klebold, two sixteenyear-old
students, entered Columbine High School and started a shooting Spree that would leave fifteen peo-
ple dead, including Harris and Klebold, and dozens of others wounded.!

Within minutes of the firg shootings, locd police, paramedics, and firefighters arrived a the
scene. Over the next severd hours, they were joined by amost 1,000 law enforcement personnd and
emergency responders. The task they faced was daunting. They did not know the number of attack-
ers, ther location, or the god of the attack. Hundreds of screaming students were fleeing the schoal;
many others were trapped in it, deadly frightened and waiting to be freed. Scores of people were
wounded and needed immediate medica atention. Seventy-Sx bombs and explosive devices set up
by Harris and Klebold had to be identified and defused.

Yet as it turned out, the biggest chalenge on that Tuesday afternoon was not battling the two
atackers. They had dready killed themsdves when the firg law enforcement team entered the
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school. The biggest chdlenge was coordinating heavily armed and ready-to-fire police forces from
haf a dozen sheriff’s offices and twenty area police depatments, forty-six ambulances, and two
helicopters from twelve fire and EMS agencies, as well as personne from a number of state and
federd agencies. Coordination was difficult not primarily because of turf wars or lack of crigs man
agement. If anything, first responders, some of who had taken part in Federa Emergency Manage-
ment Agency (FEMA) training, were quite willing to work with each other.

The red chdlenge was smple—and much more serious. Responders from the various agen+
cies had no communications sysem that would permit them to communicate with esch other. Agen
cies used their own radio sysems, which were incompatible with those of others. With more and
more agencies ariving on the scene, even the few pragmatic ways of communication that had been
edtablished, like sharing radios, deteriorated rapidly. Celular phones offered no dternative, as hun
dreds of journdists rushed to their phones and overloaded te phone network. Within the first hour
of the operation, the Jefferson County, Colorado, dispaich center lost access to the local command
post because the radio links were jammed. Steve Davis, public information officer of the Jefferson
County Sheriff’s Office, later commented that “[r]adios and cdl[ula] phones and everything edse
were absolutely usdess, as they were so overwhdmed with the amount of traffic in the ar.”> The
red miracle of Columbine High is that nobody ese got killed because of the @mplete communica
tions breskdown, ether through friendly fire or uncoordinated agency activity.

Yet the communications breskdown was to be expected. Analysis of the 1993 World Trade
Center bombing, the 1995 Oklahoma City bombing, and the standoff between the Federd Bureau of
Investigation and Branch Davidians in Waco, Texas, in 1993, in which nearly 100 people died, dl
pointed to interagency communications as one of the weekest links in emergency management. In
the immediate aftermath of the Oklahoma City bombings, for example, the four radio channeds
avallable to the Oklahoma City police department instantly became congested.®* Only one of a totd
of two channels accessible to the fire department was available for rescuers, as the other channd had

to be used to manage dl other Oklahoma City fire coverage. Initid communicatiion with the com:

2 «“The Shootings at Columbine High School: Responding to a New Kind of Terrorism,” p. 16.

3 Public Safety Wireless Network (PSWN), Program Symposium Compilation Report, August 1997—December
1999, pp. 19-23
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mand post took place via cdlular phones, until celular phone networks, too, became overloaded.
Smilar miscommunication hampered emergency responses to the Amtrak train deralment in Ari-
zona in 1995 and the Florida forest fires in 1998 After each tragedy the need for interoperability,
for linking communications networks of the various agencies, was a dgnificant issue. The lessons
were vigble for everyone in the fidd. Stll nothing fundamentally had changed by 1999, the year of
the Columbine tragedy.

Interoperability is “the ability of public safety personnd to communicate by radio with daff
from other agencies, on demand and in red time” Public safety agencies have used radio commu
nicationssystems for many decades® So far, however, most of these systems have been limited in
reach and have enabled communication within a particular group or agency, but not across agencies.
A group of firefighters, for example, can tak among themsdlves over their radio, but not with para-
medics or lawv enforcement officers, and sometimes not even with fdlow firefighters from a
neighboring town or county. This severdy curtals the utility of radio communications, especidly in
situations that demand large- scale immediate interagency communication and coordination.’

This is an essay about communications interoperability and its implementation, here in the
United States and in Europe. Three deps have been seen as requirements for interoperability:
inverting the appropriate technology, setting common sandards and frequencies, and providing
adequate funding.® This essay looks at each of these steps in the U.S. and European contexts and
analyzes successes and falures, rendering a fuller picture both of the chalenges for interoperability
and of bext practices to meet them. Over the lagt few years (and surprisingly given the complex
political dructures) the Europeans have pulled ahead of the U.S. in implementing interoperability,

* Ibid.
® PSWN, Public Safety and Wireless Communications Interoperability—Critical Issues Facing Public Safety Communications, p. 1.

® The Detroit police department was the first to use mobile radio receivers in the 1920s; radio transmitters followed
in the 1930s. See The First Two-Way Police Radio Systems, The Philip B. Petersen Collection (July 2, 1989)
available online at http://www.infoage.org/p-29Police.html.

" Interoperability concerns of communications networks in the public sector are not limited to public safety organi-
zations. The military, too, has grappled with the problem. See only Anthony W. Faughn, Interoperability: Is It
Achievable?, Program on Information Resources Policy (PIRP) Working Paper (Cambridge, MA., September
2001).

8 In addition to these three steps PSWN, Public Safety and Wireless Communications Interoperability—Critical Issues Facing
Public Safety Communications, mentions security as an additional obstacle to interoperability.
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Sructures) the Europeans have pulled ahead of the U.S in implementing interoperability, athough
with determination and the right set of Strategies, U.S. policymakers can easily make up lost ground.
Enhanced Federd Communications Commisson (FCC) leadership in defining frequencies and dan
dards and a cealy formulated and thoroughly executed comprehensive funding Strategy, based e-
ther on public funds or innovative public-private partnerships, would go a long way toward enabling
communications interoperability to take hold.

But this essay is not smply about how to overcome obstacles on the @th to interoperability.
The case of interoperability, its dusiveness in the United States and its successes esawhere, reveds
a deeper, more troubling story—a story not so much of technicd hurdles, as of structurd and politi-
cd hurdies, as more of perceved than actuad condraints, unduly limiting the naion’s ability to cope
with an important public policy need. There are no abstract Siver bullets to overcome the problem.
Ingtead, policymakers have to look carefully a how wel the policy Strategy they sdect is digned
with their means and the policy context. In the United States, interoperability has suffered from sra-
tegic misdignment and haphazard implementation. European interoperability policies have fared
better, not because of a generd advantage in the Strategies chosen, but because of a better fit le-
tween means and ends.  Interoperability provides an intriguing test case, highlighting the transcend-
ing importance of drategic dignment, agency innovation, and leadership.

|. The Path toward I nteroperability—and Its Three Obstacles:

Over the course of the last decade, numerous public- and private-sector organizations have
studied interoperability and the difficulties involved in achieving it° Three generd obstacles that
need to be overcome to edtablish interoperability emerge from these sudies: finding a suitable tech-
nology; defining a common frequency and standard; and securing the necessary funding. These
obstacles may reinforce each other, rendering the triad potentidly even harder to tackle than they
would be asindividud barriers.

% See for example PSWN, Public Safety and Wireless Communications Interoperability; National Institute of Justice, State
and Local Law Enforcement Wireless Communications and Interoperability - A Quantitative Analysis (January 1998);
European Radion Commission, Harmonisation of Frequencies for Police and Security Services in Europe,
ERO Report no. 6 (1991).
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As an example, suppose five people spesking five different languages want to communicate
with each other. Fird, they have to understand that every one of them is capable of learning a new,
common language. In the interoperability context, this represents the technica hurdle. The next step
is to define this new language, its grammar and its vocabulary. This is the frequency and standards
hurdle. Findly, they need to have the resources avalable to actually learn this new language. This
represents the third hurdle, the need for appropriate funding. Obvioudy, overcoming one hurdle is
necessary to overcome the next, but it does not make overcoming the next hurdie any easer, as each
hurdle has its own unique difficulties. Worse, focusng energies on overcoming one hurde may di-
vert necessary resources to tackle the next thus making it harder to overcome al three of them o-
gether.

@ Finding a Suitable Technology

A truly interoperable public safety communications network will have to integrate the radio
networks of loca law enforcement, firefighters, EMS, and other locd, date, and federd public
sdfety organizations. It will dso have to accommodate the communications sysems of neighboring
public safety agencies, so that officers from one locdity can tdk with ther colleagues in others.
Hence hundreds, even thousands of users will have to be linked through a network extending be-

yond states and even nations.

Conventiond andog radio equipment is ill-equipped to perform this integration task because it
does not scae well. Participants using such equipment converse on a specific channd. The ability to
speek and ligen is shared among dl the users. Multiple users cannot spesk Smultaneoudy. This
limits the amount of information that can be exchanged. Adding channels eases the problem only
temporarily, as extra channels require more bandwidth and hence a broader radio spectrum dedi-
cated to public service communication. Radio spectrum, however, is not a boundless resource and
must be shared with many other user groups. Moreover, even if bandwidth were endless and an
unlimited number of extra channds avalable, managing who uses wha channd with whom for
what purpose poses a substantid coordination problem. In an emergency like the Columbine High

School case, there is no time to St down and coordinate rationally among the emergency responders
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how channds are used. Emergency planning and preparation may reduce the coordination problem,

but it cannot prepare for al contingencies.

Interoperability requires a technology that scales, can accommodate many thousands of users
efficiently, and can coordinate among them automaticaly to utilize best the scarce resource of chan
nels avalable, while offering better voice quaity and perhgps even additiond services like data
tranamisson. A smple wakie-tdkie is hopdesdy inadequate to fulfill these requirements. Yet al-
mogt dl of the emergency responders in the United States today use equipment that differs little
from traditiond two-way radios.

(b) Defining a Common Frequency and Standard

Once a auitable technology for interoperability has been identified, its success depends on its
employment of a common frequency and standard. Without such commondity, even the best tech
nology will be usdess in terms of interoperability, and for an obvious reason: A common frequency
dlows al usars to communicate over the same set of channels. Trying to communicate over differ-
ent channels when each party has access to only ler own channd is like atempting to watch channd
3withaTV st that recaives only channels 5 and 6.

Underganding the need for a common frequency is intuitive, but meeting that need is hard.
Vaious public service agencies, from law enforcement to firefighters to EMS, have traditiondly
used different (and limited) frequency bands for their radio communications!® For interoperability
to work, a sufficiently broad spectrum needs to be set aside for it.

Even a common frequency, however, is not enough b establish interoperability. It requires not

just a common frequency band but dso a common standard, a common implementation of a sdected

19 Thirteen discrete portions of spectrum are currently allocated for public safety operations, including the 25-50
MHz, 72-76 MHz, 150-174 MHz, 220-222 MHz, 450-470 MHz, 470-512 MHz, 764-776 and 794-806 MHz,
806-821 and 851-866 MHz, 821-824 and 866-869 MHz bands for state and local agencies, as well as the 30-
50 MHz, 138-150.8 MHz, 162-174 MHz and 406.1-420 MHz bands for federal agencies; see PSWN, Spec-
trum Issues and Analysis Report (1999).
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technology. For example, many cdlular phones in the United States use a common frequency band,
the 1900 MHz band. Stll, users from one cdlular phone operator cannot cal through the network of
another and could not even if both operators wanted, because dthough the networks use the same
frequency band and the same basic technology plaiform (digita wirdess), the concrete implementa-
tion of the technology differs among operators. Celular phone operators use one of three competing
standards,** so cdlular phones are wedded to a particular operator's network, whether the users or
even the operators like it or not.*? They are not interoperable, even though they operate over a com-

mon frequency.

(© Securing Necessary Funding

Even if the appropriate technology is identified, and a common frequency and standard se-
lected, it is very unlikdy that interoperability will happen overnight. For interoperability to be im-
plemented, dl existing radio communications infrasiructure used by public service agencies must be
subdtituted with new equipment. This involves more than just replacing the hundreds of thousands
of radio sets currertly in use. Every one of these agencies dso operates a smdl radio network con-
sging of dispaicher dations, tranamitters, and relay dations to link the individud radio sets with
each other and with the command post, and this network infrastructure needs to be replaced as well.
In addition to the new hardware (i.e., the radio sets and networks) hundreds of thousands of users
may need to be trained to use the new equipment. Findly, this trangtion must take place in red
time, while emergencies continue to happen that require first responders to be in active communica-

tion.

M The current standards for digital cellular phones used in the United States are TDMA, CDMA, and GSM. In
addition, some cellular phone operators still maintain analog networks.

12 Technical interoperability must not be confused with whether network operators actually permit interoperability.
All cellular phone operators permit interoperability in the sense that any cellular phone user can call (and be
called) by anyone on the global phone network as long as they are within range of their cellular operator's
network. Yet few cellular phone operators in the United States permit other operators' cellular phone users
to temporarily use their networks. Experts call this flavor of interoperability "“roaming.” "Roaming" could be
mandated through regulatory action, but only if operators used the same technology, standard, and fre-
quency.
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Such a large-scde shift to an interoperable infrastructure is a logidticd chalenge, in however
saggered a fashion it may take place. Y, the logidicad chdlenge paes in comparison to the finan
cia chdlenge. Studies have estimated that the totd replacement vaue of radio equipment used by
public service organizations in the United States exceeds $18 hillion. More than 80 percent of the
cost of replacement will have to be shouldered not by federa or state, but loca agencies'® This
amount does not include the cost of training and practice. Moreover, every one of these tens of thou
sands of individud organizations will make its own procurement decison, based on its own prefer-

ences aswdl as available funds.

Interoperability may have a chance only if dl three of these obstacles—technology, common
frequency and standard, and funding—are overcome. Surmounting these obgtacles is what some
studies and reports have deemed the fundamentd chalenge for interoperability.*

[1. Growing Hurdles: U.S. Policy toward Interoperability

Comprehensve communications interoperability among public safety agencies has been a
long—standing god of U.S. policymaking, reinforced by the tragedies of Oklahoma City and Col-
umbine High. Early on, experts identified the three hurdles that needed to be overcome, and Sgnifi-
cant effort was expended to dismantle them. How successful was this strategy?

(@ Technology: Success of Innovation

Interoperability, as mentioned earlier, requires a technology that scaes well and is capable of
smultaneoudy accommodating many usars, given the condrant of limited radio spectrum band-
width. Technology's central task is to use the available bandwidth as efficiently as possible.

13 5ee PSWN, LMR Replacement Cost Study Report (June 1998), p. 5.

14 See for example PSWN, Public Safety and Wireless Communications Interoperability; National Institute of Justice, State
and Local Law Enforcement Wireless Communications and Interoperability (January 1998); European Radio Commis-
sion, Harmonisation of Frequencies for Police and Security Services in Europe.
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To increase the efficiency of bandwidth use, a communications network can take over the task
of dlocating channds for communications. Ingead of human users flipping through channds and
determining manudly whether a given channd is "freg' to be used, technology manages the as-
sgnment of these channds. Such assgnment can be made based on a firg-come, fird-served sys-
tem. When dl avaladle channds are in use, technology will—once a given conversation is over—
automdticaly dedllocate the channd used for that conversation and assgn it to the users next in line
for a free chand. Unlike cdlular phone conversations, most communication on public service net-

works tends to be short, permitting a high turnover rate and relatively short waiting times.

Such a sysem offers the subgantid advantage over systems currently in use of diminating the
need to designate a particular channd for a particular use. There need no longer be a dedicated "dis-
paicher”" channd, or a "group channd" for each team or group. Instead, network technology takes
any request for a channd, finds a free one, dlocates it, and establishes the connection. This is in
essence what cdlular phone networks do today. Only a limited number of channds are available,
and the network automatically assigns them to users requesting to communicate.

Unlike cdlular phone calers, however, users of a public service network typicaly cannot wait
many seconds for the network to designate a channe for them. Ingtead, they require ingtant commu-
nication setup. In addition, networks dlocating channds based on tempora priority—first come,
fira served—are not ided for public sarvice organizations. Channd dlocation in such organizaions
should not be based on who asked first, but on whose communication need is most important. A
police officer requesting a channd to communicate a routine status report should not get priority
over her colleague's emergency cdl for mutua assstance just because her request was received firs.

A auitable network technology must assign channels based primarily on communication needs.

This implies a network cgpable of managing itself, underganding requests, dlocating and de-
dlocating channels, and keeping on top of the traffic on the network. Public service organizaions
driving for interoperability require "intdligent” digitd networks that are far more sophidticated that
the radio networks currently in place. Such digitd networks trandate dl communications into a
unified digitd code before routing them through the network. On the receiving end, bits are trans-
lated back into, for example, voice communication. The advantage of employing such a digita code
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is that the network can "manage’ it eadly. This is why interoperable public service networks are
based on digitd technology.

Digitd networks receive communication requests from usars dong with information about the
importance of the communication and queue the regquests accordingly. Emergency communication
requests get prioritized and may even prompt the network to dedlocate the lowest-priority commu-
nication under way, in effect kicking off users for an incoming emergency communication—a capa:
bility available neither in conventiond andog radio networks nor in digitad cdlular phone networks.
Digitd technology dso permits the compresson of voice transmissons. Compressed transmissons
in turn decresse the amount of data that needs to be transferred for the same communication, and
less data requires smdler channes (less frequency bandwidth), for example by compressng voice
into a 6.25 kHz instead of a 25 kHz channd. Hence, more channds can be fit into a given frequency
band.

Managing channd dlocation generdly points toward a network technology with a strong cen
ter, a kind of superfast dispaicher in charge of assigning communication rights to usars. Networks
that employ this kind of technology are caled "trunked" networks, implying thet they have a strong
trunk, or center, managing them. Yet efficient network management can dso be based on a decen
trdized dructure. Instead of being managed by a core, the network parts automatically coordinate
the use and management of the network's resources among themsdves. The Internet is such a net-
work. The advantage of such a network is that it provides for ample redundancy. Even if a part of
the network stops working, the rest will continue to operate. Trunked networks, on the other hand,
will stop working if the managing center has been brought down. The advantage of decentralized
networks, however, comes a a price. They require a much higher coordinaion overhead. Establish
ing a connection demands vauable time in decentralized networks the more network links are in
volved, the greater the time required. This runs counter to one of the centra equirements of emer-

gency responder networks: ingtantaneous communication setup.

Long setup times, however, are inherent in current decentrdized networks. Unless this defi-
ciency can be overcome by some next generation technology in the future, every decentraized net-
work is plagued with this problem. On the other hand, trunked network’s Achilles Hed — what to do

in case the center is taken out — can be mitigated. For example, trunked networks can operate a
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backup core that takes over instantaneoudy in @se the primary network core fals. Of course, such
redundancy comes at a cost. A second tranamitter and digita dispatch unit has to be procured, and
primary and backup dispatch units have to be linked by a data channd so that they can continuousy
synchronize traffic management. Adding more such cores further enhances redundancy, but in
creases the data traffic overhead. One could aso keep a speciad mobile backup transmitter and dis-
patch unit ready, and only deploy it on the ground (by helicopter or other means) in case the primary
fixed core has faled. Trunked network equipment suppliers have successfully implemented such a
possibility, which not only adds redundancy but dso is capable of rapidly deploying trunked net-
work capability wherever it is needed. Another dtrategy is to build into radios for trunked networks
functionality to tak directly with each other even without a core. Of course, that way one looses
much of the advantage of efficient channd management, but rudimentary cdl prioritization may
remain, thus providing a backup solution superior to existing anadogue networks. None of these
measures will rid completely a trunked network of its Achilles Hed, but when combined they will
dragticdly reduce the risk that taking out a core in a trunked network may render the communica
tionsinfrastructure usdless.

On balance, hence most experts today advocate the use of digital trunked networks rather than
decentralized networks to provide scalable interoperability for public service organizations™ They
think that the chance of a trunked network failing because its center has stopped working is smdl
and thus a good trade-off (especidly factoring in backup centers and sSimilar resources) compared to
unacceptably long communication setup times associated with decentralized networks.

(b) Common Frequency and Standard: Out of Synch with the Present

The process of defining a common frequency and standard for interoperable digital radio net-
works got off to a good start. After an initid (and more general) congressona mandate in 1983,

the FCC issued a firg "Report and Order™ in 1987 envisoning intercommunication channels as part

5 The PSWN report "Comparison of Conventional and Trunked Systems" (May 1999), for example, concludes
that "[t]ypically tunking allows a system to serve more users with the same amount of spectrum or less.
Since spectrum has become a scare resource, this property of trunking will drive its use in the future" (p. 46)

16 Federal Communications Commission Authorization Act 1983, Pub. L. No. 98-214, § 9(a), 97 Stat. 1467 (1983).
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of a naiond plan for public safety agencies!’ In 1993, as part of the Omnibus Budget Reconcilia-
tion Act, Congress asked the FCC to develop a framework to ensure that public safety communica
tions needs are met through the year 2010. Interoperability was included in the request as a primary
objective of this new framework.'®* The FCC was uniquely positioned to provide such a framework,
as it not only maintains jurisdiction over the use of radio spectrum, but may also condition spectrum
use.

Unfortunately, the FCC approached the subject like any other spectrum alocation matter. Ex-
pending vauable time, it firg studied the issue for two years and set up an advisory committee (the
Public Safety Wirdess Advisory Committee, or PSWAC).* It soon became clear to the FCC that it
faced numerous powerful sakeholdersin its efforts to fulfill the congressond mandate.

The FCC's firgt sk was to identify a portion of the radio spectrum that could be used nation+
wide by public safety organizations. This was difficult, as it required dearing pectrum from exist-
ing usars, mogt of which had not only subgtantid investments, but adso vaid legd clams to use,
these frequency bands. Fortunately, the FCC was dready negotiating with televison dations ther
planned trandtion from andog to digitd teevison (DTV). DTV transmits more information than
andog tdevison, and thus requires a frequency band higher up in the radio spectrum than those
currently in use for terredtrid transmissons of TV dgnds. In ther shift toward a new portion of the
radio spectrum that can accommodate DTV, TV network operators are vacating the radio spectrum
they have used for andog TV. A part of this spectrum, once vacated, may be rededicated for inter-
operable public safety radio networks.

17 see Report and Order, 3 FCC Rcd 905; as well as the more daring Notice of Proposed Rule Making, 2 FCC Rcd
2869 (1987).

18 See 47 U.S.C. § 309(j)(10)(B)(iv) as added by Pub. L. No. 103-66 (1993); note that the congressional mandate was
to provide a framework for public safety communications, which involves a narrower group than public ser-
vice organizations. The FCC later redefined “interoperability” to encompass the wider definition of providing
"an essential communications link within public safety and public service wireless communications systems
which permits units from two or more different entities to interact with one another and to exchange in-
formation according to a prescribed method in order to achieve predictable results" "Development of Op-
erational, Technical and Spectrum Requirements for Meeting Federal, State and Local Public Safety Agency
Communications Requirements Through the Year 2010", WT Docket No. 96-86, First Report and Order
and Third Notice of Proposed Rulemaking, 14 FCC Rcd 152, 189-90 { 76 (1998).

19 pursuant to the Federal Advisory Committee Act, 5 U.S.C. App. 2 (1988).
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After prolonged deliberation, in 1997, the FCC issued its order, dlocating 24 MHz of vacated
spectrum in the 700 MHz kand to public safety services® It dso dated that it would initiate separate
proceedings to set the conditions for use of this portion of the spectrum.?* As part of these proceed-
ings, the FCC issued its important First Report and Order and Third Notice of Proposed Rule Mak-
ing, specifying use and service rules for this spectrum, in summer of 1998.% It appeared as though,
five years after Congress mandated action, the FCC had findly embarked upon a specific plan to
endble interoperability. It had identified a common frequency spectrum and initiated proceedings to
define "sarvice rules' for its use, providing the necessary groundwork for a common technica stan+

dard. But this gpparently bright picture is darkened by some important cavests.

Fird, televison broadcast stations have until December 31, 2006, to move from andog to
digital broadcadgting. Hence only in 2007, fourteen years dfter the initid congressona mandate was
issued, will public safety organizations in the United States have spectrum available nationwide for
interoperable communication. It dmost seems as if the FCC misunderstood the congressona cdl to
ensure that public safety communications needs were met through the year 2010, and ingtead aimed
by meet them by the year 2010. Granted, the Stuation is not as blesk in redity as it looks on paper.
In many areas of the United States, televison broadcasters are not using channels 60-69—the spec-
trum in question—and public safety organizations can utilize such unused spectrum right away. In
many urban and suburban aress, however—exactly where public safety organizations have to com-
municate most frequently—these channels are in use. Moreover, until September 2001 the FCC e
quired televison broadcasters wanting to move out of channeds 60-69 to switch immediately to digi-
ta broadcasts. Given the minuscule number of digital recavers in use and the resulting smaler
viewer base for such broadcasts, televison sations had no incentive to vacate the spectrum earlier
than the end of 2006. Recently, the FCC has mitigated this Stuation by issuing an order permitting

20 gee "Reallocation of Television Channels 6069, the 746-806 MHz Band", ET Docket No. 97-157, Report and
Order, 12 FCC Rcd 22953 (1997).

2L 1bid.; see also "Advanced Television Systems and Their Impact Upon the Existing Television Broadcast Service”,
MM Docket No. 87-268, Sixth Further Notice of Proposed Rule Making, 11 FCC Rcd 10968—-10980 (1996).

22 »The Development of Operational, Technical and Spectrum Requirements for Meeting Federal, State and Local
Public Safety Agency Communications Requirements Through the Year 2010", WT Docket No. 96-86, First
Report and Order and Third Notice of Proposed Rulemaking, 14 FCC Rcd 152 (1998).
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broadcasters to migrate to available spectrum for andog broadcasts and switch to digital broadcasts

only in 2007—a positive move.?* But another three important years were lost in the process.

Second, whereas the FCC has looked (too) far into the future when selecting a frequency band,
its ventures into defining the communications standard have been fundamentaly retrospective. Very
early in the process of defining an appropriate technology, the commisson understood the implica
tions of large-scae interoperability within a limited portion of radio spectrum. As a reault, it leaned
toward trunked digita networks utilizing advanced compresson of voice and data to accommodate
as many interoperable channels as possble in the available 24 MHz. This was as prudent a move as
it was obvious, given the advancementsin technology and the requirements of interoperakility.

At the same time, the FCC redized tha interoperability depends not only on defining a
framework, but aso on sakeholder buy-in. With tens of thousands of stakeholder organizations
(some of which wield substantial power) on the locd, sate, and nationa leves, the FCC wanted to
involve as many stakeholders as posshble in the deliberations over rules and standards. This was not
a novd dgtuation for the FCC. In fact, the FCC's traditional deliberative process is desgned to inte-
grate stakeholder views. By dso applying this process to the area of public safety communications,
the FCC hoped to create a podtive momentum furthering the acceptance of its envisoned frame-

work.

Like the FCC, the stakeholders saw a need for interoperability, but for them interoperability
had to be baanced againg a number of other needs and congdraints. All public safety organizations,
through their various national associations, expressed concern about the cost of a nationd interoper-
able network as envisioned by the FCC.2* In addition, many of the loca and state public sfety a-
ganizations feared being margindized by large, powerful federd agencies eoquently teking pos-
tions. The formation of the Public Safety Wirdess Network (PSWN) program as a joint initigtive of

23 Action by the Commission September 7, 2001, by Order on Reconsideration of the Third Report and Order
(FCC 01-258).

24 For example, in its reply to the FCC, the Association of Public Safety Communications Officials International
(APCO) stated that "[t]here are legitimate technical, operational, and feasibility reasons why some local gov-
ernments must maintain  conventional systems"; see Reply A96-86, available online at
http://www.apcointl.org/gov/a96-86.doc.
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the Departments of Justice and the Treasury advocating interoperability did not help to dleviae
their misgivings. Despite PSWN being targeted a Sate and locad public safety agencies, many of
these agencies remained suspicious of federa involvement in what they perceved was largdy a
loca or regiond issue. By the same token, federa agencies were convinced that a subgstantia tech-
nological step forward was necessary, especidly in the wake of interoperability breskdowns like
those that occurred during the response to the 1993 World Trade Center and 1995 Oklahoma City
bombings. Redizing the resstance of local agencies only prompted them to push harder for an al-
vanced solution.

The sruggle was exacerbated by the fact that a number of public safety stakeholders, acutely
aware of some of the technicd shortcomings of their andog systems, had dready engaged in years
of ddiberation over a potentid new communications standard. The core of the standard they envi-
sioned, however, was not just interoperability, but aso limited backward compatibility. Moreover,
they were wary of replacing exising networks with new hardware given their budgetary restraints.
Their focus, therefore, was on small, evolutionary steps toward a more modern communications
infrastructure. To that end, they had teamed up with the Tdecommunications Industry Association
(TIA) and the Electronic Indudtries Alliance (EIA). In addition, Motorola, a mgor vendor of radio
communications equipment, became heavily involved in the process. The am was to define a san
dard that would expand the capahilities of the communications networks and introduce some inter-
operability, but dso to extend the life of andog networks. The resulting initiative, caled Project 25,
ultimately yielded a set of ANSI(American Nationa Standards Inditute)/ TIA/EIA standards for
communications networks. Its am was to convince the FCC to require users of the 700 MHz band
to use Project 25—compliant equipment.

The Project 25-based standard® differs in two fundamentd ways from what the FCC had
origindly envisoned?® Firdt, dthough it permits trunked networks, it does not require networks to
be trunked, limiting the potentid efficiency gains associated with trunking. It aso features a less
sophisticated compresson technology than that envisioned by the FCC, usng 12.5 KHz of spectrum

25| am referring here to a Project 25-based “standard”, although it actually is a bundle of complementary standards.
Yet, for reasons of brevity and readability | will refer to it in the singular.

26 See "Project 25 Standards Explanation, February 2001", available online at

http://www.motorola.com/publicsafety/docs/P25_white_paper.doc.
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for each voice channd and not just 6.25 KHz as the FCC origindly hoped®’. Hence, only haf as
many channds are avaldble in a given spectrum, and with no trunking requirement, even these will
not be managed to maximum efficiency. Second, the FCC had hoped for a vibrant market of hard-
ware providers for the required radio network equipment. After dl, more than $18 hillion of invest-
ment was a stake in the United States done. Yet by 2000 only one mgor vendor, Motorola, had
released networking equipment capable of providing a Project 25—-compliant trunked digita net-
work,?® and only a handful of smdler vendors offered equipment for less powerful, nontrunked net-
works. This ran counter to the FCC's idea of intense vendor competition promoted by open stan
dards promoted. How could public safety organizations ensure that they recelved vdue for their
money when asingle vendor effectively dominated the market?

For some, the FCC did not go far enough. But for many public safety organizations involved,
it went dangeroudy far. They saw interoperability as one of the many chdlenges they faced and
esimated that the likelihood that they would have to confront a catastrophic event requiring com
prehensive interoperability was dim. Their am was to get the FCC to water down any strong inter-
operability requirements and thereby to minimize any potentia impact on their budgets.

Cognizant of how the stakeholders lined up on the issue, the FCC tentatively opted for requir-
ing public safety organizetions usng the 700 MHz band to use Project 25—compliant, trunked digital
networks, proposing essentidly a compromise between Project 25 and its own higher aspirations.
Inssting that the networks be trunked, and suggesting what it termed a "migration path' toward a
better compression technology using only 6.25 kHz of spectrum, the FCC had apparently hoped to
maintain its ultimate goa by pushing it farther into the future.

Stakeholders  reaction to the FCC's tentative requirements was mostly negative. Many public
safety organizations feared the financia consequences of such a mandate and pressured their na-
tiond associaions to lobby againg it. Furthermore, they argued that oversght of interoperability
should be performed at date level, hoping to be more effective lobbyists there. When a group came

27 See First Report and Order, 14 FCC Red at 205  113.

28 See http://www.motorola.com/publicsafety/70-10.shtml.
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forward advocating that the FCC adopt a much more sophisticated standard®® caled TETRA (Trans
European Trunked Radio networks), which had aready proven its operability in Europe, the Project
25 Steering Committee immediately sensed the danger of a strong competitor. Understanding that it
had more to fear from TETRA than from reuctant public safety organizations, it decisvely shifted
its drategy. In tune with many public safety organizations, the committee tarted to downplay the
need for comprehensve interoperability and began to argue that a limited number of interoperability
channds, managed ether through a trunked network infrastructure or even jus manudly, as in the
old days of andog radio, would be sufficient for dmost dl emergency Stuations. At the same time,
it began to emphasize potentid disadvantages of trunked systems and to extoll the virtues of a more
gradud approach of including al stakeholders and providing backward capabilities. Findly, in a
brilliant strategy of containment, Project 25 proponents set up an industry working group with some
TETRA proponents to begin discussons about the posshility of an eventuad second-generdtion

common standard.*

Few insders were shocked when the FCC, in its Fourth Report and Order and Fifth Notice of
Proposed Rule Making published in January 2001,*' effectively rescinded its initid stance of com:
prehensve interoperability. A limited verson of the Project 25 Standard (termed "Phase 1") was
adopted, based on the less efficient 125 kHz channds. The origind mandate for trunking was re-
placed by dmost the opposite a prohibition of trunking except in 8 of the available 128 channels®
origindly dlocated for narrow-band interoperability. And a possble migration path to a more spec-
trum-efficient compression technology was put on the back burner and subjected to "further study.”

29 Similar to the Project 25 "standard", the TETRA "standard" is a bundle of many complementary standards. For
reasons of brevity, however, | will refer to it in the singular.

30 There is also a less cynical interpretation of the formation of this working group: a sincere desire to bridge the
technological divide and create true global interoperability, especially after the events of September 11; see
"Transatlantic Public Safety Partners meet in the wake of U.S. Terrorist Attacks", ETSI/TIA/Project Mesa
press release (September 24, 2001); see also "New Transatlantic Partnership Addresses Mobile Broadband
Specifications for Public Safety Applications™ (October 20, 2001).

31 Fourth Report and Order and Fifth Notice of Proposed Rule Making, WT-Docket No. 96-86.

32 See the Third Memorandum Opinion and Order and Third Report and Order, 15 FCC Red at 19851-19860 1
16-39.
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Almost a decade has passed since the FCC ventured into developing a framework for interop-
erable communications among public safety organizations. Despite its understanding of the issues
and its good intentions to involve the important stakeholders in the development process, the results
have been dramaticdly misdigned with the needs of the present. Sdecting a frequency band that
would be fully avalable only a the beginning of 2007 for use by public safety organizations, the
Commisson looked far into the future, while a the same time sdecting a technologicd standard
wedded to a predigitd, preinformation age. Therefore, despite al of the activities of an entire dec-
ade, subgtantial parts of the second hurdle remain in place.

(c) Funding: Concerns

The difficulties of establishing a common frequency and standard pae compared with finding
funding for an advanced, interoperable public safety communications network. The Stuation is easy
to describe and difficult to rectify. Most public safety agencies are acutely aware that their commu-
nications networks are outdated and need to be replaced, especidly if the god is comprehensve
interoperability. Many plan to replace thar equipment, but the overwhdming mgority cannot find
the funding to do so and do not expect to be able to in the near future. This dismd outlook is in line
with sudies esimating the total amount of invetment needed, as wdl as the monies available now
and in the foreseegble future through public (federa, state, and locd) and private sources. Funding
gppears to be the final and most formidable hurdle on the road to interoperability.

There are dmogt 60,000 individud public safety organizations in the United States comprising
more than 2.2 million personnd.® Thirty-seven percent of these organizaions are (currently) plan
ning to replace ther aging radio sysems with new equipment** Forty percent of al fire and EMS
agencies plan to switch to a trunked digita system,®* and numbers for state and loca law enforce-

ment agencies procurement plans are similar.3® These agencies seem to have a good sense of the

33 PSWN, A Priority Investment for America's Future Safety, p. 5.
3 bid., p. 4.
35 PSWN, Analysis of Fire and EMS Communications Interoperability, p. 9.

36 National Institute of Justice, State and Local Law Enforcement Wireless Communications and Interoperability (January
1998), p. 1.
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broad technologica trends. Ther individua procurement plans are wel digned with the generd
god of increased interoperability. The problem is securing the necessary funding for the investments
they have planned. Agencies recognize the difficulty of the task of obtaining this funding. Sixty-nine
percent of dl law enforcement®” and sixty-eight percent of fire and EMS agencies® recently stated
that lack of funding was a severe obstacle on their path to interoperability.

Moreover, these are not just the subjective impressions of agencies that will have to make—
and fund—the necessary upgrades. Independent studies have verified the need for tremendous
amounts of funding to finance the necessary network upgrades for interoperability. One such sudy,
undertaken by management conaulting firm BoozAllen & Hamilton on behdf of PSWN, estimated
a totd capita need of $18.3 hillion to replace the exiging communications infrastructure. Impor-
tantly, the cogts to be borne by loca agencies account for more than 80 percent of that amount
($15.4 hbillion), compared with $1.2 hillion for federd and $1.7 billion for date agencies® This im-
plies that the organizations most burdened with finding sufficient funding are precisdy the ones that
have no direct accessto larger federa or state budgets.

In addition, the amount of funding needed involves more than just the cost of replacing
equipment. Provison dso has to be made for planning, procurement, training and maintenance costs
over the entire life cycle of the new systems?*® In fiscd 2000 the White House sought, but Congress
denied a budget request for $30 million in "seed” money available to states to plan statewide public
safety wirdess communications systems and create demongtration projects* Even if these public
funds had been available (and the only federd funds for that purpose), it would have taken a stag
gering 225 years of funding at that level to replace the public safety radio networks nationwide.

3" 1bid, p. 8.

38 PSWN, Analysis of Fire and EMS Communications Interoperability.

39 PSWN, LMR Replacement Cost Study Report, p. 4

40 See Booz-Allen & Hamilton, Report on Funding Strategy for Public Safety Radio Communications (October 1998), p. ii.

4! This severe shortfall was in direct opposition to the recommendations made by the Interagency Working Group
on Funding (IWGF), and was covered in the PSWN, Report Card on Funding Mechanisms, p. ES-3 (last bullet
point), 8 (section 3.2.1), 17 (recommendation 1). The original report by the IWGF in June 1998, p. 23-26
recommended federal funding that would have totaled $162 million over 4 years, but was never appropri-
ated.
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Fortunately, there are other financid sources avalable on federa, dtate, and loca levels to &
sg in funding communications network upgrades.*? For instance, under the Community Oriented
Policing Services-Making Officer Redeployment Effective Grants (COPS-MORE), up to $81 mil-
lion in federd funding was available in 2001 to law enforcement agencies for the purchase of infor-
mation technology equipment*®* The Edward Byrne Memorid State and Locd Law Enforcement
Assigance program provides $63 million in discretionary federd funds* Other federd funding
sources indude FEMA,* Locd Law Enforcement Block (LLEBG),*® Nationd Telecommunications
and Informaion Adminigtration (NTIA),*” and State and Community Highway Safety grants as well
as the forfeiture funds of the Department of Justice®® and of the Treasury.*

As good as this sounds, these funding sources have a number of disadvantages thet are cumu-
latively quite discouraging. Mogt of the discretionary funds are heavily earmarked for very specific
agpects or contexts (thus limiting their utility to fund interoperable communications systems), and
many of the grant programs require matching funds from the agency gpplying for grants—from 25
to 50 percent of the total amount requested.®® As locd agencies have to reconcile buying into a new
radio infrastructure with many other budgetary demands, maiching even the 25 percent threshold
may be difficult for them. Consequently, these federd grants may end up being accessble primarily
to agencies that have dready lined up sSgnificant seed funding of their own. Moreover, many of

42 See PSWN, The Report Card on Funding Mechanisms for Public Safety Radio Communications (August 2001), and Booz-
Allen & Hamilton, Report on Funding Mechanisms for Public Safety Radio Communications (December 1997).

43 U.S. Department of Justice, COPS MORE Fact Sheet (Washington, D.C.) (May 2001).
44 PSWN, Report Card, p. 20.

5 The total amount of FEMA grants in 2000 was $137 million, with $2.4 million the size of the average grant.
Grant monies awarded by FEMA have to "improve and maintain state and local capabilities for addressing
all hazards".

46 $523 million was provided in FY00 and FYO1 for this grant program.

47 In FY00 a total of $15.5 million was awarded by the NTIA, with the average amount per recipient being slightly
over USD 400,000.

% Information on the Department of Justice Assets Forfeiture Fund is available online at

http://www.usdoj.gov/jmd/afp/06fund/indextxt.html

49 Information on the Department of the Treasury Forfeiture Fund is available online at

http://www.ncjrs.org/htm/tff.htm
%0 PSWN, Report Card, p. 19-21.
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these funding sources are limited to specific parts of the system life cycle, like procurement, and do
not cover other stages of the cydle, like planning or training.>*

On the date leve, the most promising funding source is an FCC-mandated surcharge levied
on cdlular phone operators for wirdess 911 services. In accordance with the FCC mandate, states
have to use the income from the surcharge to improve 911 response capabilities. For example, for
the date of lowa, this surcharge generated quarterly revenues of more than $1 million in 2000 to
enable the state to meet FCC emergency caling regulations®? Once the state has complied with the
initid FCC mandate to improve 911 capabilities, income from the surcharge may provide a more
direct funding source for public safety communications. State budget appropriations, date grants,
state targeted taxes, and state bond issues® may provide additiond sources of funding. Similar locd
funding is possible as wdll, dthough its Sze is generdly limited.

But none of these sources is targeted specificaly a funding modern, interoperable radio
communications networks. Being much more generd in naure, they provide no incentives for agen
cies to choose soecificdly an interoperable sysem. Given the limited amounts of funding avaladle,
the requirements for matching funds, and the fact that agencies have legacy communications sys-
tems in place, there is a red danger that most funds obtained through these sources are going to be
used to maintan and dep up exising sysems, not replace them. The funding mechanisms mirror
and reinforce the crippling "smdl-steps’ approach aready permesting the frequency and standard-
Setting debates.

More unorthodox idess, such as the sharing of systems among agencies and the promotion of
partnerships with other public- and even private sector-actors, like utility companies, have been
suggested and with some success implemented in individud cases™ Yet for most public safety

®1 This problem is detailed in PSWN, Report Card, p. 7—16.
%2 1hid, p. 23.

33 According to the PSWN, Report Card, p. 27, the Commonwealth of Massachusetts successfully used a bond issue
to construct a statewide 800-MHz radio communication system using trunking technology.

> See for example the “"Hamilton County Digital Communication Network," available online at

http://www.mobilecomms-technology.com/projects
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agencies in the United States, moving to a new digitd and interoperable communications network is
dill synonymous with planning, procuring, and maintaining a new infrastructure funded through a
traditiond mix of locd, dae, and federa sources. With limited funds avalable, such a draegy
faces huge obgtacles, pushing the ultimate goa of comprehensive interoperability far into the future.

As edtablished above, three hurdles have to be overcome to achieve interoperability: technol-
ogy, common frequency and standards, and funding. As we have seen, the gppropriate technologies
to enable interoperability are avalable. In addition, steps have been taken to designate a common
frequency and set a common standard for the systems. With a common, nationwide frequency band
not available before 2007, however, and the sdlection of an outdated standard, these steps hardly
provide interoperability in the short to medium-term. Moreover, the limited funding avalable and
how that funding is targeted make it very difficult for agencies to overcome the third hurdle. Un-
surprisingly, agencies have looked dsawhere for pragmatic dternatives to mitigate the interoperabil-
ity crigs.

(d) Pragmatic Alternatives—and ther RAtfdls

The focus of this pagper thus far has been on achieving interoperability by cregting a compre-
hensve digitad network. In such a network, communication across agency lines hgppens seamlesdy.
Yet this is not the only way interoperability can be accomplished. Nether is interoperability a nove
concern. Since the early days of radio communication, agencies have had a need to integrate opera
tions. Over time, they have developed a variety of "low-tech® methods to work around communica
tions incompatibilities, like posting representatives in dispatch centers to rdlay information and issu-
ing mobile radios to other agencies®

Such pragmatic solutions will work for many routine Stuations. But what catastrophes like the
Columbine High School shootings and the Oklahoma City and World Trade Center bombings dem-
ondrate is the need to have interoperability work not just in routine operaions, but in extreme Stua

%5 See Mary J. Taylor, Robert C. Epper, and Thomas K. Tolman, "Wireless Communications and Interoperability
Among State and Local Law Enforcement Agencies" (Research Brief, National Institute of Justice, January
1998), p. 8.
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tions with hundreds of firsd responders from different agencies and locations. Simple low-tech
methods cannot provide thisleve of interoperability.

There is another way, though, to provide "thicker" interoperability while utilizing the exiging
communications systems. Together with vendors, FEMA and other agencies have developed specid
equipment, so-caled cross-band switches, to patch together two existing incompatible communica
tions networks® In smple terms, two radios are connected via these switches so that everything
received by one radio is automaticaly retransmitted by the other, and viceversa, cregting the illuson
of one interoperable network. FEMA has outfitted a number of trucks with this equipment, keeping
them reedy for deployment a its regiona offices. Many other agencies, dso facing interoperability
chdlenges, have ingtdled such equipment.®’

This solution has a number of advantages. It is far superior to low-tech methods as communi-
caion seems to flow fredy between incompatible networks. Sophisticated Multi-Radio Vehicles
(MRV) in use by FEMA can link a multitude of communication networks if necessary®® to provide
an dmost seamless communication experience among different networks and across incompatible
frequencies. Unlike in "deep" interoperability, no new hardware is needed to implement this type of
"shdlow" interoperability gpat from the equipment linking the networks, which saves resources
compared to the costs of a full converson. Users can retain their radios, and agencies can ill oper-
ate their conventiond networks. Even new digitd networks can thus be incorporated step by step
and connected to existing analog networks. No common frequencies are needed, and no new stan
dards must be set. The equipment is ready today, and deployment is comparativey smple and
sraightforward.

Origindly intended more as a stopgap messure until the redization of a nationwide compre-
hendve interoperable network, this pragmatic solution has gained substantid momentum. At the

°6 For example, the ACU-1000 Intelligent Interconnect System by JPS Communications.

>" Roman W. Kaluta, "New Developments in Interjurisdictional Communication Technology" (January 2001),
available online at http://www.iacptechnology.org/TechTalk/TechTalk0401.htm; see also "AGILE: R-
search, Development, Testing and Evaluation of Interoperability Technologies,” available online at
http://www.agileprogram.org/research.html.

%8 See http://www.fema.gov/r-n-r/mers04.htm.
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same time, there are obvious downsides to network patching. Multiradio equipment can link only
those networks the frequency and standards of which it supports. The greater the number of net-
works to be linked, the more complex and expensve the equipment necessary to link them. Linking
may “creste’ one network, but it does not permit this network to be divided into subgroups. This in
turn limits the ability of the nework to accommodate a large number of users, meking it difficult if
not impossible to create interoperability on dl levels of command. The technique uses exigting radio
networks with potentidly poor reception and voice transmisson qudity. It is largely limited to
voice, interconnecting data streams or other added services like conference cadling, faxing, or cal-
ing gaeways is difficult to implement, as is providing for encryption of communication. Moreover,
interoperability is happening on a network level, not on the level of individud users For example,
when their network collgpses, firefighters will be unable to use ther radios with the police radio
network. Also, emergencies may occur where there is no multiradio equipment in place. Although
FEMA has mobile units stationed around the country, it takes some time to get them on location and
working. This will preclude interoperability in the hours immediately after an emergency, arguably
the time interoperability is in highet demand. In sum, multiradio equipment has severe limitations
as a tool for interoperability. Fundamentdly, it is little more than a patch until networks are de-
ployed that provide comprehensive interoperability on the user level.

Yet there is an even deeper danger: Cashstripped public safety agencies may decide to substi-
tute plans for advanced interoperable networks with multiradio equipment, thinking that one is about
as good as the other. There is dready a trend toward doing this, and the potentid consequences are
dramatic. If this trend continues, tens of thousands of public safety agencies in the United States will
exit the firsd decade of the new millennium with the same equipment that proved insufficient a na
jor emergencies twenty years earlier. Despite a head dart in redizing the problem, the nation will
have drawn out its interoperability criss, and will have long been overtaken by many other nations
in terms of achieving interoperability.

Comprehensve interoperability is dill an dusve concept in the United States The hurdles
tha must be clered to achieve it have been well identified, but the drategies to overcome them
have—at least so far—shown limited tangible results. One might argue that this is a genera problem
of interoperability, not one specific to the United States. But other nations have successfully mas-

tered the chdlenge under even less fortunate circumstances. The following section analyzes how the
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Europeans have approached interoperability. Starting at about the same time as the United States
did, yet handicapped by even more complicated politica structures than those in the United States,
the Europeans surprisngly have tackled the interoperability hurdles more forcefully, and so far more
successfully, than their colleaguesin the United States.

[11. European Interoperability: Succeeding againgt the Odds

Gdtuer® is an idyllic little village in the Audrian Alps, 5250 feet high, a the end of a long
valey on Tyral's southwesterly border; it is dso a leading ski resort. By the end of the 1990s, 3,000

beds in hotes and inns, run by its 700 inhabitants, accommodated thousands of tourists from around
the globe.

The winter of 1998-99 produced one of the heaviest snowfdls in recent history. At the end of
January 1999, it gtarted to snow and hardly stopped for the next four weeks. By the second week of
February, Gatuer was snowed in, the threat of avaanches making its only road downhill impass-
able. But mogt tourigts in Galtuer hardly noticed. Ther hosts, used to extreme winters, had stocked
up on necessities® To keep the tourists happy the tourist office had even organized a tobogganing
race a the town square on Tuesday, February 23.5* A week ealier, the road had become usable

again for afew days, and anew horde of skiers had come to the village.

Shortly after 4 pm on February 23, three gigantic avdanches dammed down the steep moun-
tan dope advancing right into town. The snow was heavy, "like concrete)” eyewitnesses later
commented. It buried sxty people. Within minutes hundreds of people began searching for those
who were trapped under the snow. Thirty-one people died that day in Gatuer, and scores more were

%9 The following description is based on press reports as well as interviews conducted in November 2001 by the
author, including two interviews with Werner Senn.

€0 »Schnee™, Der Standard, February 11, 1999.

61 | awinenkatastrophe - Galtiir: Die Lawine platzte mitten in ein Urlauberrennen,” Der Standard, February 27,
1999.
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wounded.®? Yet this was only the beginning. Showfdl made it impossible for rescuers to reach Gal-
tuer by helicopter that day.®® The road, till closed because of the snowfal, offered no dternative.

The avdanche had aso cut the only power line. But Gatuer had diesd aggregates that pro-
vided aufficient dectricity for dl essentid activities And cdlular phone rday dations, though
quickly overloaded, seemed to work even hours after the power was cut. On Wednesday morning,
the weather was good enough for helicopters to rescue the wounded and to ddiver food and fud.
Hope was growing in Gatuer. But by early afternoon, the weather had once again deteriorated.
Shortly theredfter, another avalanche hit houses outside the village, burying another nine people.®
Cdlular phones stopped working as the betteries in the relay dations, sill without power, ran out of
juice. More than 12,000 tourists were trapped in Gatuer. The town's only remaining connection to

the world was a one-channd andlog radio link of the Ausirian gendarmerie.

From his command post in Landeck, some thirty miles away, Werner Senn, assigned by the
Minigtry of the Interior to coordinate the Alpine gendarmes in the area, sarted organizing the rescue
misson minutes after the firg avdaches had hit Gatuer. Fortunately, the weeather improved. Al-
pine gendarmes were flown into the village and the outlying hamlets to establish radio links. Over
the next couple of days, the gendarmes lone andog radio channe provided the communication in-
fragtructure for a massve evacuaion effort. With the hdp of fifty-two helicopters from Austrig,
Germany, France, and the United States, more than 12,500 tourists were flown out of Gatuer and
environs. To communicate with one another, they too, were equipped with the old radios of the A-
pine gendarmerie. The true miracle of Gatuer, Senn recdls, was tha in over 1,500 sorties flown
through a tight, V-shaped vdley, with poor vishility and frequent snowfal, directed only by a sn
gle crackling andog radio link, more than 17,500 people were transported without a single accident.

For Europe, the drama of Gdtuer was tantamount to that of Columbine High in that it exem:
plified the interoperability crigs and restated the need to get it fixed. Through low-tech methods of
deploying radios of the only working network to everyone involved, the rescuers of Gatuer could

62 :Nach Lawine 55 Menschen vermisst," Der Standard, February 24, 1999.
83 mEs war einfach unméglich’; Warum Hubschrauber nicht fliegen konnten,” Die Presse, February 25,1999.

64 »Zweite Lawine krachte ins Tal: Suchhund rettete vierjahriges Kind," Die Presse, February 25, 1999,
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coordinate better, Senn maintains, than if each team of responders had used its own network. The
forced interoperability had its advantages. It made everyone remain focused and informed. But the
shortcomings of this setup were dl too evident. Helicopter pilots shuttling tourists out of the steep
vadley could hardly make use of the radio. Despite everyones trying to spesk only when absolutely
necessary, the channd quickly became overloaded. Rescuers wondered how long the old crackling
network would last. Had that one available communications link broken down, Gatuer might have
turned into a catastrophe. Not just for the hundreds of first responders involved in Gdtuer did the
need to have an interoperable system, and with mor e than one channe, became painfully obvious.

In Europe, the debate over interoperable radio communication networks emerged at about the
same time as it did in the United States. But the process necessary to make interoperability a redity
faced gdructura hurdles in Europe that were not present in the United States. Unlike the United
States, the European Union is not a federd date. Individuad member nations retain substantial deci-
sornrmaking power, making coordination among them more difficult. In addition, Europes high-
tech industry traditiondly has lagged behind its American counterparts. For decades, nationd regu-
latory bodies, not Europeanwide agencies enacted frequency plans, splintering the radio spectrum
geographicaly. And the European Union was not in a postion to hdp much either. Radio networks
for public safety agencies were associated with law enforcement, a policy area originaly excluded
from EU decison making. Some European nations had agreed on cross-border law enforcement
cooperation, but these agreement were developed outsde of the European Union sructures. Findly,
the savere condraints imposed on EU members nationd budgets since the mid-1990s by te so-
cdled Maedtricht criteria shattered any hope for the spending flexibility needed to fund an interop-
erable radio network.

Stll, Europe quickly overtook the United States in the march towards interoperability, partly
through ingenuity and a can-do attitude, and partly because of sheer luck. Today it is well on its way
toward an integrated continent-wide public safety radio communications network providing comt
prehensive interoperability on dl levels.
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(@ Technology: Picking aWinner

Planning for a mobile digita trunked radio sysem (MDTRS) to be used by both the public
and private sectors in Europe darted in the late 1980s. MDTRS later evolved into a technology

cdled TETRA®. TETRA is a trunked digitd system permitting voice and data transmissons® One
of its drengths is its ability to scae, from a few dozen to hundreds of thousands of users across an
entire continent.

TETRA technology offers comprehensve interoperability. Not only can TETRA-compatible
networks easly be linked together: Interoperability is implemented dl the way to the levd of indi-
vidua radio handsets enabling users from one TETRA network to use ther handsets within the
infragtructure of another TETRA network. Interoperability in TETRA is software enhanced, permit-
ting dispatchers to st up tak groups in advance, for example, among the commanders of various
public safety agencies, as well as to cregte tadk groups on the fly, generating communication links

for task forces and emergency teams formed ad hoc.

Because of Europes congested radio spectrum, spectrum efficiency plays a prominent role in
TETRA. A sophigticated voice compresson system, with voice channds taking up only 6.25 kHhz
of bandwidth, dlows TETRA to bundle four such channels into a 25 kHz band—and rot just two as
with U.S. Project 25 technology.®” As a Time Divison Multiple Access (TDMA) trunked system,
TETRA technology autometicaly manages channd alocation to maximize spectrum efficiency.®®

Prioritization is an additional capacity TETRA offers All requests for communication are
queued and alocated based on leve of priority, which is pre-sdected for each radio handset. This

85 see the discussion of the development of the Project 25 standard, supra.

% For a description on how the TETRA standard was developed, see section 11 (b).

67 See  Tony Kent, "Understanding TETRA  Voice Coding,"  available online  at

http://www.tetramou.com/Presentations/I1R/Codec.zip.

68 As noted above, one of the disadvantages of trunked systems is the coordination overhead required to set up a
communication link. Because of optimization, TETRA is able to complete such a setup within 300 ms of
the time the request is made by a user.
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permits commanding officers to get preferred access in times of congestion. Emergency priorities
aford users with an immediate tak line, even if dl channds are in use. And unlike conventiond
andog radio networks, TETRA incorporates a number of security features, from handset authentica
tiorf® to optionad two-way encryption.”® Through multiple gateways, TETRA users are connected
with other telecommunication networks and can place phone cals or make TCP/IP (Internet) re-
quests.”

Second-generation TETRA technology, in use dnce the late 1990s, overcomes the primary
Achilles hed of trunked radio sysems: the need for a trunked infrastructure. In what is cdled "Di-
rect Mode',”” TETRA usars may tak with each other directly, even if they are out of reach of a net-
work infregtructure (for example ingde a building or in a seep vdley). Basc communications ser-
vices are avalable in Direct Mode, including communication prioritizetion for emergencies. Any
second-generation TETRA handset can dso act as a smdl reay daion connecting Direct Mode
usersto the trunked network infrastructure, thusin effect expanding network reach.

By 2000, more than a dozen large telecom corporations had commenced producing a wide \a
riey of equipment—both network infrastructure and handsets—based on the TETRA technology,
including Finnish cdlular phone leader Nokia, British tedecom provider Marconi, defense contractor
Matra, Canadian telecom giant Nortdl, and, perhaps most surprisingly, given its support for Project
25 in the United States, Motorola”™ Despite initid U.S. technology leadership in this area, Europe
legpt the first hurdle toward interoperability in stride.

89 Such authentication enables the network to check whether a particular radio handset is "permitted” to take part
in a specific (group) call, even if the handset is from outside the local network.

0 Gert Roelofson, "Introduction to TETRA Security,” available online at http://www.tetramou.com/files/Tetra-
sec.doc; Peter Wickson, "TETRA Security," available online at
http://www.tetramou.com/Presentations/11R/SecuritySIM.ppt.

T Mehdi  Nouri, "TETRA  Standard Interfaces and  Gateways,”  available  online  at
http.//www.tetramou.com/files/Mehdi%203.doc; Mehdi Nouri, "TETRA Standard Interfaces,” available
online at http://www.tetramou.com/Presentations/ 1R/ Interfaces.ppt.

"2 For a description of "Direct Mode" see Ranko Pinter, "TETRA Direct Mode," available online at
http://www.tetramou.com/files/ TETRADMO.rtf.

'3 See Pekka Blomberg, TETRA: Stateof-the-Art Global PMR Standard (1999); see also the Tetra Memorandum of
Understanding website at http://www.tetramou.com. Motorola markets its TETRA-compliant systems un-
der the name of DIMETRA, see Motorola, "TETRA System Architecture," publication L0592 GBV 5 98-0.
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(b) Frequency and Standards. Working in Tandem

Ealy discussons concerning a common, Europeantwide frequency for public safety commu-
nications did not start within the context of the European Union, but within the Schengen group, a
framework for enhanced cross-border coordination and cooperation of law enforcement agencies. In
1991, the Telecom working group of the Schengen framework contacted the European Radiocom:
munications Committee (ERC), which coordinates the use of radio spectrum in Europe to "identify
some harmonised spectrum for exclusive use by the police and security services across Europe.'”
ERC then negotiated with NATO to release initidly 6 MHz, and later 10 MHz, of spectrum previ-
oudy reserved for NATO use for such purposes.”™

By 1993, the use of a harmonized spectrum had been broadened from law enforcement to dl
emergency services. The Schengen framework had been incorporated into the European Union's
“third pillar,”® anchoring interoperability squardy within EU competency. At the same time, the
European Tdecommunications Standards Ingtitute (ETS)”’ initiated a fest-paced process for devel-
oping a TETRA dandard for voice and data communications. Unlike the dow-moving indusve
process in the United States, ETSl proceeded swiftly. By 2000, more than 300 documents related to
the TETRA standard had been published.”

Aware of ETSl's work, the Schengen group agreed upon a common communications specifi-
cation and subsequently asked ETSI whether ETSl had a standard that met its spedification.” ETS
replied that one of its sandards, TETRA, did fulfill the specification. Although the European Union

"4 ERC, "Harmonisation of Frequencies for Police and Security Services in Europe”.

> See also ERC, Harmonised Radio Frequency Channel Arrangements for Emergency Services Operating in the
Band 380-400 MHz, Recommendation T/R 02-02 E (1993, revised 1997).

" Treaty on European Union, articles 29-42, Official Journal C 340, 10.11.1997, pp. 145-172.
7 See http://portal.etsi.org/directives/home.asp.
"8 These documents are available for download at http://www.etsi.org.

9 "ERC Decision of 7 March 1996 on the harmonised frequency band to be designated for the introduction of the
Digital Land Mobile System for the Emergency Services" (ERC/DEC/(96)01).
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Police Co-ordination Council, which replaced the Schengen group when the Schengen framework
was incorporated into the European Union, retained find decison power over the standard to be
chosen for a European-wider interoperable communications sysem for public safety organizations,

the choice for TETRA was aforegone conclusion.

In 1996, the ERC designated 10 MHz in the 380400 MHz band for digitd land mobile sys-
tems of emergency sarvices® A 6 MHz band was to be made available by 1998, with the remaining
4 MHz to follow shortly theresfter. Only sysems compliant with ETSI standards were permitted to
be used, in effect regricting of the 10-MHz use to TETRA-compliant hardware®* Unlike FCC man-
dates, ERC decisions are not automaticaly binding. European member states need to decide to im+
plement ERC plans. And they did: By 2001, twenty-Sx European naions had set asde the fre-
quency bands designated in the ERC decision.®?

Only four European nations refused to accept the common TETRA frequency and standard:
France, Sweden, the Czech Republic, and Slovakia. Repesting telecommunications history, France,
which decades earlier had sdected an incompatible televison standard called SECAM while the rest
of Europe settled on PAL, developed and deployed its own secure but completely incompatible sys-
tem caled TETRAPOL.® Later, France obtained a waiver from the European Union to proceed with
TETRAPOL and consequently did not implement the ERC decision.®* With French support Czecho-
dovakia, too, opted for TETRAPOL.%

8 hid. "1. To designate the bands 380385 MHz and 390-395 MHz as frequency bands within which the require-
ments of the digital land mobile system be met[.]"

8 |bid. "2. [T]hat for the purpose of this Decision a single harmonised digital land mobile standard for emergency
services, adopted by ETSI, shall be used in the designated frequency bands[.]"

82 See http://www.ero.dk/documentation/docs/implement.asp?docid=1493.

8 TETRAPOL is not a standard recognized by ETSI or the ITU:; in fact the ETSI General Assembly rejected the
TETRAPOL standard in its meeting of April 22-23, 1999. TETRAPOL's main proponents are French law
enforcement agencies as well as French telecom and military hardware vendors.

84 See the TETRAPOL website at http://www.tetrapol.com.

8 Czechoslovakia later split into the Czech Republic and Slovakia. The fourth nation not signing on to the ERC
decision, Sweden, did not want to dedicate the frequency band (designated by the ERC) exclusively to
emergency Services.
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French exceptiondism, however, cannot obscure what is a success dtory under any view.
Within a single decade, and despite its complex, multilevel decisonrmaking <tructures, Europe
agreed upon and implemented a continent-wide common frequency and a common communications
sandard based on TETRA technology. Together frequency and standard form the regulatory basis
for comprehensive interoperability of public safety organization communications systemsin Europe.

(©) Funding: Utilizing Technology to Attract Private Investment

Europe's public safety organizations are in a dtuaion amilar to ther American counterparts
with respect to ther communications sysems. Most of them 4ill use old andog sysems, but they
are conddering a switch to new digita systems. According to an EU estimate, most European public
safety organizations will have moved to an interoperable digitd system by 2010.%° Unfortunately, as
in the United States, finding sufficient funding for this replacement is going to be difficult. But
unlike the United States and its (temporary) budget surpluses, in Europe nations are ill scrambling
to baance their budgets in compliance with the Maadtricht criteria of monetary union and the ensu-
ing "dability pact.” Only very limited public funding will be avalable and given reduced tax reve-
nues due to the globa recesson, these dire financid circumstances may continue for some time. The
need for subgtantid capitd to rebuild Europes public safety communications infrastructure thus

could hardly have come a amore inopportune time.

Interestingly, however, European governments have not wavered in their commitment to in
teroperability. Instead, and with the budget criss as a backdrop they looked at what the new comt
munications networks could offer, not primarily in terms of monetary needs, but of monetary sav-
ings. For example, the Belgian government has indituted the ASTRID program, cregting a nation
wide TETRA-based digita radio infrastructure to be shared by dl Begian public service agencies®’
This sharing arrangement saves agencies dgnificant amounts of money because it avoids the ineffi-
cdency of having multiple networks—one for each agency—covering the same or overlapping geo-
graphic aress.

8 See, e.g., ERC, "Harmonisation of Frequencies for Police and Security Services in Europe™.

87 "ASTRID TETRA Network", available online at http://www.mobilecomms-
technology.com/projects/astrid/index.html.
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Sharing communications infragtructure like tranamitters and relay daions is nothing nove. In
the United States, some agencies have been sharing infradiructure for years and reports examining
potentia drategies for funding improvements in communications systems have advocated sharing
arrangements as a way of reducing costs® Simple sharing arrangements require that two or more
agencies decide to share the cost of building infrastructure. But often procurement cycles and fund-
ing opportunities vary among communications agencies. Securing funding—hard aready—is dmost
impossible a any specific moment in time. One could, of course, envison a sharing arrangement in
which one agency, having recaved funding, builds the agreed-upon network and later lets another
agency use it, perhaps for a fee. But why should one agency shoulder dl the risk in building an -
frastructure when it is uncertain that otherswill join?

This is a fundamentd dilemma in funding network infrastructures. The early adopters of a new
communications technology bear a higher risk than latecomers. Because it seems acting early does
not pay, everybody waits for others to make the firs move. Politicad scientists cdl this a "collective-

action problem."®

There are a number of ways that the collective action problem can be overcome. An obvious
one is for one agency to shoulder the financia burden when it needs an infrastructure anyway and
the cost for permitting others to share is minimd. Or an agency leader may just desire to be entre-
preneurid. But these are exceptions. In most cases, public safety agencies have neither the funds nor
the entrepreneuria spirit. A more promising solution is to have centra coordination: the government
geps in and finances the infragtructure buildup, shouldering the risk as a public good. This is pre-
cisdy what the Belgian government did in the ASTRID program. This solution, too, is not nove. In
the United States, numerous dtate governments have dready financed shared communications infra-

structure.

8 See PSWN, Report on Funding Strategy, pp. 6-1 et seq.

89 See Mancur Olson, The Logic of Collective Action (1971).
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There is an important difference, however, between shared andog (or early digit) communi-
cations networks and a shared comprehensve system a la TETRA. Because of the limited number of
channds avallable and the ingfficency of assgning them manudly, many of the shared U.S sy
tems cannot accommodate local, only Stae public safety agencies (the Project Hooser SAFE-T cur-
rently in its early stages will provide a fully integrated trunked digita network for the state of Indi-
ana and is a most laudable exception™.) Moreover, these systems generdly do not manage commu-
nications based on message priority, and access to communications channds is purdy first come,
firg served. In an emergency, such networks may quickly produce a lot of noise (communications of

limited importance) making it hard for usersto filter out truly important informetion.

By contras, TETRA and smilar sysems efficently manage channds and hence scde wadll.
They are desgned to incorporate many different agencies, and with priority codes and the creation
of tak groups on the fly guarantee the leve of flexibility needed when truly sharing a network
among different user groups. Like the packet-switched Internet, TETRA and comparable advanced
sysems provide a high level of resource efficiency, enabling the infrastructure to be used by many
different user groups. In other words, the Belgian public safety agencies usng the ASTRID network
receve more benefits for less cost than in traditiona resource-shaing setups. Building a truly
shaed digitd network involves successfully leveraging a firs important technologicd advantege.
But there ismore to be gained.

i. Walky-Talky in the Burgenland

The Burgenland, dtuated right next to the border with Hungary, is one of Audtrids poorest
states.®* For thirty years, the state EMS agency had used the same andlog radio system to communi-
cate with its seventy EMS vehicles and seven base dations. By 1998, establishing radio communica
tions had become difficult. Hungarian taxicab radio routindy interfered, and a nationad law con

srained the organization from using more transmission power. The equipment was just too old.

% “Hoosier SAFE-T Communications System—Indiana Statewide Digital Radio System,” available online at
http://www.mobilecomms-technology.com/projects/indiana/index.html; see also PSWN, Case Based Tuto-
rials on Shared System Development—Caoordination and Partnerships (December 2001).

%1 The section is based on interviews by the author with Walky-Talky operators, users, and political decision makers
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Searching for a new radio sysem, Water Adorjan, the EMS agency's radio officer, came
across a group of entrepreneurs. Soon they found common ground. In early 1999 Waky-Taky was
incorporated. 1t had a smple misson: to build a satewide TETRA network infrastructure and to let

public service agencies use it for afee.

Having a private company condruct and maintain the network infrastructure required for a
shared communications system provides a number of advantages over public financing of a shared
network. Frg, it requires no initid invesment from the public sector. The network is built by a pri-
vate-sector actor that arguably has better financing expertise than a public sector organization and a
keener desire to keep expenses in check. Agencies are charged a flat monthly fee per radio handset
for usng the network. This permits them to budget sensibly and to switch to the new network with-
out having to pay up front for dl, or even a portion, of the initid invesment. Agencies have to pur-
chase handsets™ (dthough Waky-Taky has negotisted attractive agreements with Nokia, which
operates a research center close by, for leasing handsets). The network provider caculates the fixed
monthly fee it charges agencies based on the volume it thinks it can atract, hence not pendizing
early adopters. As with al network infrastructures, the setup offers strong incentives to the network
provider to sgn up agencies to use the sarvice. Although this does not solve the collective-action
problem, it shifts it to the network provider, which arguably has better expertise than agencies in
how to overcome it. For example, as with other teecommunication markets, fee dructures are pos-

sble that provide incentives for agenciesto switch, and the earlier the switch, the chesper.

Walky-Taky took in Audrids incumbent telecom provider Telekom Audria and a private-
sector am of the state government as equity partners®® In October 1999, Burgenland's EMS agency
became Walky-Taky's first customer. In 2000, the network covered in excess of 90 percent of the
entire date, with cgpitd invesment of littte more than $35 million. Twenty-five fixed tranamit-
ter/rdlay Stations and two portable transmitters were deployed, supporting 600 radios (and growing
fast) and their users, from firefighters to law enforcement agencies.

in September 2000, with follow-up interviews in November 2001.
92 Prices for radios range from $400 for a handset radio to $800 for a car radio.

93 See Peter Martos, "5-Milliarden-Projekt Adonis wird vom Anbieter finanziert," Die Presse, October 31, 2001.
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Quickly Waky-Tadky developed an understanding (and appreciation) for the different usage
patterns of public safety agencies and for the way TETRA systems handled traffic. For example,
EMS agencies have base-leve traffic dl day as they tend to routine tasks and smdler accidents.
Communication traffic swells in the case of a larger accident. In contradt, the traffic pattern for loca
firefighter units, congging mosly of volunteers is quite different: Ordinarily there is dmos no
communication traffic, but once there is a fire, dozens and dozens of users have to be contacted at
once. Whereass EMS agencies use a communications network continuoudy, firefighters essentidly
pay for it being provided in case of an emergency. This leaves a typica public safety network, over-
provisoned to accommodate even heavy treffic in case of a large emergency, underutilized. Adding
user groups with more continuous communication needs, like EMS or law enforcement agencies,
may somewhat baance the load in times of no or only small emergencies. But the benefits of such a
baance are logt once a large emergency requires dl agencies—firefighters, police, and EMS—to
use the radio network very actively.

What Waky-Taky needed, as a supplement to its public safety usage base, were public-sector
users that would want continuous, but not time-critical, communication. In times of emergencies,
such users would find it acceptable to wait a few seconds (or even longer) for a free channd.
Walky-Taky found such usars not among public safety, but among public service agencies with
communication needs. Soon, highway gritting trucks were connected, as wel as park rangers and
environmental protection officers. The TETRA network was used to tranamit street temperature and
other weather data along the interdate to centra command and to control ice-warning sgnds. With
TETRA's built-in capability to prioritize auttomaticdly depending on who wants to communicate,
emergency agencies do not have to fear that weeather data will congtrain their communication needs

during emergencies.

As we have seen, old andog public safety communication networks are inefficient from an
economic perspective. Their capacity is underutilized, except during emergencies. Sharing network
infrastructures among public safety agencies, like the Belgian ASTRID network, will a lesst permit
agencies to share the cost of building and maintaining the infragtructure. 1t will ill be underutilized
outsde of emergencies, but a least every agency will not have to operate its own overprovisioned
and underutilized network and instead will share with other agencies. Walky-Talky takes this idea
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an important step further. Because of TETRA's communications prioritizetion capabilities, it can
reach out to public service agencies, with non-time-critica communication demands, and thus truly
baance network traffic loads. The enhanced network efficiency that results from such a baancing
trandates into higher revenues and, ultimately, lower cods for users. The success of Walky-Taky
has prompted the Austrian government to abandon its initid plan, accderated after the Gdtuer trag-
edy, to condruct a shared nationwide emergency communications network. Insteed, it has asked the
private sector to build it, based on TETRA.*

Would it then, ore might ask, not make sense to extend the user base of such a TETRA net-
work even further and have private corporations use the network as well? In theory, built-in com:
munication prioritization should ensure that public safety organizations autometicaly get access to
resources (channels) whenever they need to have it, and business users could provide an even better
"load bdancer” than public service organizations in nonemergency times. Waky-Taky, however, is
reluctant to teke on private users. It maintains that keeping its market limited to public-sector users
is prudent, not the least for marketing reasons. It wants to be successful in convincing agencies to
switch to an infrastructure that these agencies do not have immediate physicad control over, and it
feds that opening up the network to private-sector use might make this task more difficult. More-
over (and more importantly), it points out that across Europe the use of the 400-MHz band is 1e-
served for the public sector.

Walky-Taky in the Burgenland sounds like a fary tae, and with only 600 radios, the size of
the network is limited. A thousand miles northwest, however, the idea of a privately built and run
TETRA network for public service agencies is rapidly turning into redity in a naion of over fifty
million people. The British government set out to use a funding mechanism smilar to that employed
by Waky-Tdky for the cregtion and maintenance of a naionwide TETRA-based network infra
structure for Britain. The contract, worth £ 2.5 hillion, was awarded to British Telecom (BT).”> Un
derganding the economies of sharing a network, and having sdected a trustworthy private-sector
player to build the infrastructure, the government also decided to boost the new venture with an m-
pressve "launch customer”: dl police forces in England, Wdes, and Scotland. For the next nineteen

9 I bid.

9 "BT Wins Its Biggest Ever Government Contract to Set Up Police Digital Radio Service" (March 8, 2000).
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years, BT's TETRA-based Airwave network will provide the communications backbone not just for
the police forces. Under the contract's terms, other public safety organizations may contract with BT
and use the network. Lancashire's police were the firgt to use the syssem in March 2001.%° By April
2001, Lancashires fire service had signed on to Airwave and sarted using it the same year.” The
rollout to dl police forces is scheduled to be completed by 2005, with other public safety organiza-
tions added county by county.®® Liberdly defining public safety organizations more closdy dong
the lines of public service agencies, the British government in 2000 released a long ligt of agencies
permitted to use Airwave®® The lig was later expanded to indude even more public service agenr
ces like community hedth professonds and personned of the environmentd agency. In August
2001, the Minisry of Defense sgned on to Airwave, extending coverage to additiona user
groups.® The Airwave network will replace aging noninteroperable technology for tens of thou
sands of users in a nation of over fifty million people, and the public will not have to pay a penny
for theinitia network buildup.***

IV. Enabling Collective Action

The need for public safety agencies to communicate through interoperable radio networks is
obvious. Of the three hurdles to developing this capacity identified earlier in this paper, the fird—
cregting the appropriate technology—has turned out to be the least difficult to clear. Agreeing on
common rules and creating a suitable funding mechaniam, on the other hand, seem to be much more
troubling issues (Seetable 1).

% “BT's Airwave Service Goes Live in Lancashire Today" (March 19, 2001).
97 BT Signs First Airwave Contract With Fire Service" (April 25, 2001).
%8 http://www.airwaveservice.co.uk/Rolloutmap.cfm.

% Department of Trade and Industry, "Users of Airwave Allowed Under the License" available online at
http://www.airwaveservice.co.uk/attachments/allowedusers.doc.

100 “MoD Opens the Doors to BT's Airwave" (August 2, 2001).

101 Similar systems are under construction on the Isle of Man and in Malta. See "Isle of Man TETRA Radio Sys-
tem", available online at http://www.mobilecomms-technology.com/projects and "Malta Mobile Commu-
nications Network", available online at http://www.mobilecomms-
technology.com/projects/maltaZindex.html; for a comprehensive assessment of the crucial factors to assess

-38 -



International Journal of Communications Law and Policy

Issue 7, Winter 2002/2003

Frequency/Standard Hurdle Funding Hurdle

United States Deliberative process Offering some federd

funding, and some coordination

European Union Swiftly setting up frequency Public-private partnerships

and standard

Table 1. Strategies Used to Overcome Hurdles

Underlying these second and third hurdles is the sme problem: How does one get a heteroge-
neous group of stakeholders to act when the ones who take the first step are the ones who may have
to pay the highest cogt, and thus regp the leest bendfits? Implementing interoperability requires one
to overcome these two distinct collective-action problems.

When Mancur Olson andyzed collective action in his semind study'®?, he discovered that
sakeholders would act if they could identify sdective benefits and cods. People, he maintains, are
joining and working for interest groups and lobbying groups not primarily for the grester good of
influencing public policy, but because these groups provide a very concrete, specific service for
them. Consequently, public policies requiring collective action have to employ specific drategies to
incentivize individua dekeholder action. Very generdly spesking, two such draegies have been
identified.®® Fird, governments can take a "command-and-control” approach, mandating a certain
behavior and prompting stakeholders to fdl in line ether by threatening them with fines or taxes or
by inducing them to do so with subsdies. This "type-1" Srategy has been the standard public policy
fare for many decades. A second type of Strategy, that has in recent decades gained some currency
focuses less on centrd decison making and direct financid incentives. Ingtead, the "type-2" strategy

turns to market forces and the private sector to provide an incentive framework. In the area of envi-

fee-for-service networks, and how to best build them, see PSWN, Fee-for-Service Report (October 2001).
192 Olson, The Logic of Collective Action (1971).

103 Recently, a third strategy, called "management-based regulatory strategies,” which has not been used either in
the United States or in Europe in the TETRA context (and thus will be omitted in this essay) but holds tre-
mendous promise has been added to the toolset; see Cary Coglianese and David Lazer, "Management-Based
Regulatory Strategies”, KSG Regulatory Policy Program Working Paper no. RPP-2001-09 (July 2001).
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ronmental policies, for example, polluters could be prompted to act either by direct regulatory man
dates, enforced by fines or the loss of permits. Such dSrategies represent the "command-and-control™
gpproach. But polluters could dso be given "polluting rights' that could be traded on markets. Pol-
luters could invest in deaner sygems and gain financidly from sdling ther polluting rights on the
markets to others who continue to pollute but have to pay the price for it. Such an gpproach is more
market-based, and (as it lacks a commanding center) more network-centric. Neither strategy is in
herently better in the abstract. The red trick is to sdect the appropriate strategy for a concrete col-

lective-action problem, taking into account its specific context.

Very different strategies have been used by the United States and Europe to overcome the col-
lective-action problems hampering the move to communication interoperability in the two aress.

(a) Enabling Collective Action for a Common Frequency and Standard

In the quest for a common frequency and standard, at first sght both the United States and
Europe chose a traditiond command-and-control gpproach. Yet the authorities in the United States
hestated to exercise their power. Instead, the FCC employed an inclusve, ddiberative approach,
involving as many stakeholders as possble, and attempted to forge consensus and to accommodate
dakeholders even after the fact, as exemplified by its decison to modify its rules once it encoun
tered criticism from stakeholders. Its god was broad-based buy-in: to convince the stakeholders that
interoperability provided each one of them with sdective benefits by adding as many of ther spe-
cific demands (like backward compatibility with legacy equipment) as possble to the overdl inter-
operability policy. In contrast, the Europeans emphasized swiftness of process and the need for a
"legp forward,” a substantid bresk with the past. To be sure, stakeholders were involved, but the

driving force was a desre to integrate and innovate, even if it meant a bresk with the past.

Inditutiondly, the FCC had a strong forma mandate and the unchdlenged power to et the
rules, yet it opted to facilitate the process more than to drive it. On the other hand, in Europe, play-
es with comparaivey wesk formd powers—the intergovernmentd pillar of the European Union,
the ERC, and ETS—pursued an ambitious course based on centra coordination and leadership.
This difference is intriguing. Facilitation to prompt buy-in, and srong coordinaion through centra
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leadership are common type-1 drategies to overcome collective-action problems. This fact should
not surprise us. It is odd, though, that an inditution with the power to push for centrad command-
and-control chose facilitation, whereas its European counterparts, relatively week on forma power,
chose the opposte. One would think that neither of them sdected a drategy digned with its abili-

ties. Y et one has succeeded—much more so than the other.

At firg, it seems difficult to understand why the Europeans opted for a riskier gpproach with
less power for national stakeholders, especidly as the United States, usudly more prone to risk tak-
ing, pursued the oppodte path. Intuitively, one would have guessed things would have worked the
other way around. But prior experiences, the path dependencies of the indtitutional setup, may have
played a decisve role. The FCC is attuned to ddiberate processes, involving private- and public-
sector stakeholders. Taking small, sengble evolutionary steps with long trangtion stages has played
an important role in mantaining predictability and investment security for dl involved in areas of
FCC authority. It has been the blueprint for formulating regulations governing media and telecom:
municetions, two sectors that have achieved sustained growth. Surdy, the FCC must have thought,
achieving public safety interoperability presents a amilar chdlenge and will respond to a amilar
approach.

By the same token, the European inditutions, too, remembered thelr successes'® In the late
1980s they picked the fledging Groupe Specid Mobile (GSM) standard for mobile telephony, crest-
ing a panrEuropean cdlular phone market of tremendous proportions, and establishing a globa
gandard for mobile telephony more successful than any of its rivals. The GSM standard was chosen
swiftly, without many years of deiberation. The EU sdected it and declared it a winne—and it
worked.'®> Enamored with this overwheming success, the Europeans decided again to pick a win
ner, and they did. It seems that picking a winner and sticking to it congderably shapes the playing
fied in favor of the selected. It is not enough to ensure success, but it certainly is of great assistance.

104 The result might have been different if they had also remembered picking losers, like the European digital televi-
sion standard DMAC; see Xuidian Dai, Alan Cawson, et al., "The Rise and Fall of High Definition Televi-
sion: The Impact of European Technology,” Journal of Common Market Studies, vol. 34, no. 2 (June 1996) pp.
149-166.

105 see Jacques Pelkmans, The GSM-Standard, in GOVERNANCE AND INTERNATIONAL STANDARDS SETTING (Wal-
ter Mattli, eds., forthcoming).

-41-



International Journal of Communications Law and Policy
Issue 7, Winter 2002/2003

Undergtanding this path dependency helps to explain why the United States and the Europeans
acted the ways they did when facing essentidly the same Stuation with respect to fodtering interop-
erability of public safety communications systems. It does not explain, however, why one drategy
was successful and the other was not. We may have to look a and analyze the third hurdle to do
that.

(b) Interoperability Funding: Enabling Collective Action Where It Matters

In the quest to edtablish appropriate sources of funding, the United States opted for public
funding, with federa funds for the early stages. Unlike in sdecting a common frequency and dan
dard, the emphasis in funding was more on central leadership and coordination, less on process &
cilitation. In principle, this seemed an appropriate approach: Federd and state budget surpluses er
abled a command-and-control funding approach based on subsidies to be taken. Yet neither Con
gress nor many of the states decided to offer generous nationwide funding to upgrade public safety
agencies communications networks. Subsidies are a tried and proven drategy to overcome the fund-
ing hurdle, but the implementation of the subsidy programs was 0 hgphazard that it largely failed. It
was a missed opportunity. U.S. policymakers drastically underutilized the power of ther purse (see
table 2).

Freguency/Standard Hurdle Funding Hurdle
United States Type-1 strategy, but Type-1 strategy, but
available resources available resources
European Union | Type-1 strategy, successful Type-2 strategy, successful
in utilizing available resources in utilizing available resources

Table 2: Types of Strategies Used to Overcome Collective-Action Hurdles

On the other hand, the Europeans opted for a type-2 srategy to overcome the collective action
hurdle an untried market-based approach.’®® Did the Europeans suddenly turn themsdlves into pub-

108 1t is important to note, however, that such private-pulic-partnerships have very recently become more common
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lic-sector entrepreneurs? Unlikely. The European decison was amost completely driven by budget-
ary condraints. As there were no public funds available to finance the converson to interoperable
systems, dternatives had to be sought. The ingenuity, perhaps uncovered accidentaly, was to lever-
age the power of the technology (a) to share the infrastructure among the stakeholders and more
importantly (b) to creaste a private sector funding opportunity. Innovation occurred when there was
no aternative option left. Surely, previous successes in taking risks had whetted their appetite to try
arisk-taking approach again.

Clearly, path dependencies are present here as wdl. They may explain the actions taken, but
not why one was a success and the other was not. A key to understanding the European successes
liesin the successful alignment of means and ends, of strategies and context.

V. Transatlantic Lessons for Interoperability Policy

A number of important lessons can be learned from this analyds, both for U.S. public policy
decison makers, who—especidly in the wake of the events of September 11—understand the m-
portance of interoperability and want to correct previous missteps and accelerate the process of
achieving it, and for those interested the broader picture of innovation and competitiveness in times

of crigs.

(a) Pragmatic Steps toward U.S. Interoperability

Clearly, there is no dlver bullet for defining the most gppropriate policy to provide interopera
bility of communications sysems for public safety organizations. The best approach depends on the
political contexts and on the policymakers strengths and weaknesses, as well as the type of "sdec-
tive benefits' that will sway stakeholders to act. It would be shortsighted to transplant to attempt to
transplant to the United States the solutions that worked for Europe. The Europeans were successful

in the United States. Four projects, in Florida, Illinois, and South Carolina, as well as through the Federal
Specialized Mobile Radio System (FEDSMR) are under way, with the first deployment expected in early
2002; see the insightful report PSWN, Fee-for-Service Report.
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because the drategy they chose to overcome the two collective-action issues—commondity of fre-
quency and dandard, as well as funding—were wel digned with their capacities and the overdl
political context in which they were operating. They played the cards they were dedlt very well.

Consequently, to achieve interoperability (and perhaps sooner than origindly planned), U.S.
policymakers have to sdect a Srategy based on the available means. For example, given the empha
Ss on domestic preparedness and homeland security, stakeholders today are clearly prepared to a-
cept more central command and control. As a result, the FCC could now be more forceful than it has
been in the pagt in freeing up frequency spectrum for interoperability before 2007 and in embracing
technologica standards more attuned to current technological possibilities'®’

On the funding Side, too, changed budget priorities as a result of the war againgt terrorism may
make it feasble to establish more substantid federal and state-sponsored interoperability funds than
before. Offering subsidies to tens of thousands of public safety agencies that make interoperability-
related investments provides a very immediate "sdective benefit® and will prompt them to act.
Given the sdected sandard and the power lineup, this seems to be the most sensible drategy. Alter-
natively, one could of course dso envison a market-driven funding drategy, akin to Britan's Air-
wave initiative or Waky-Taky. For such a type-2 srategy to succeed, however, the interoperability
standard would probably have to be amended to ensure calls could be prioritized (the prerequisite
for sharing the infrastructure among public service agencies).

(b) Broader Lessons for Innovation through Public Policy

But there is more to the story. Perhgps one ought to look not so much a what differentiates the
European drategy for establishing a common frequency and standard and for obtaining the neces-
say funding from the ones in the United States than & what the two European drategies have in
common. The Europeans overcame the standards hurdle and the funding hurdie by opting for less
conventiond, riskier solutions. Insead of deiberations, they swiftly identified and declared a "win

197 The post-September 11 declaration of Project 25 and TETRA representatives that they will work toward a joint
standard may be an early indication for some forward movement in these areas.
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ner." This tactic can be dangerous, because they could have picked the "wrong" standard, a techno-
logicaly inferior one, or one too advanced, requiring too much adaptation at too high a cost. But it
seems that the sheer fact of picking a winner, announcing a srategy and gicking to it created an
environment conducive to success. Similarly, the funding hurdle seemed insurmounteble. The Euro-
peans succeeded in overcoming it by not attacking it through traditiond means, and instead opting
for an dternative, untried Strategy. They took, perhaps out of necessity, the riskier route. In sum, the
European drategies to overcome each of the two collective-action problems were smilar. They were
well digned with, and reinforced, each other. The success the drategy chosen for taking one hurdle
bolstered the beief that that was the way to take the second as well.

Moreover, the Europeans digned their overdl draiegy wel with the firg hurdle technology.
Unlike in the United States where technology seemed to be either a given or something to be &
cided by consensus, the Europeans chose a technology that permitted them to overcome another
obstacle, the funding hurdle. Traditiondly one would see little connection between the choice of
technology and the funding structures (gpart from the amount of money needed to acquire the tech
nology chosen). Only by leveraging the unique properties of digitd trunked networks could the
Europeans create an opportunity for the successful public-private partnerships we have seen. The
European perception that technology is not an external condraint or an unrelaed decison, but intri-
cady linked to the socid context of its use, reinforced the belief that interoperability requires a
clear, comprehendve drategy. The United States, on the other hand, used two very different Strate-
gies to take the two hurdles Hence, no smilar Strategic reinforcement could occur. Thus, a much
broader (and perhaps smpler) lesson can then be drawn from the case of developing interoperability
in public safety communications When faced with interconnected collective-action problems, it
may be most advantageous to devise a comprehendve drategy to tackle the entire issue, and not just
digtinct parts.
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VI. Conclusons

This paper has andlyzed the activities in the United States and Europe over the last decade de-
sgned to solve the complex problem of interoperability of public safety organization communica
tions systems. It has identified three hurdles that have to be overcome to make such interoperability
a redity: technology, common frequency and standard, and funding. | have lad out the mgor de-
bates for each of these hurdles on both sdes of the Atlantic and ther internd dynamic. So far, the
Europeans are clearly ahead of the United States in the quest to implement such interoperability.

Policymakers concerned about interoperability may want to take a page from the European
strategy and understand the importance of drategic dignment. The FCC could modify its stance and
actively pursue an accelerated move toward a common frequency and standard. Federd, state, and
even loca government could reassess its priorities and decide to fund a substantid part of the cost of
trangtion from current systems to interoperable ones, under the assumption that interoperable com-
munication networks are a "public good." Putting bruised egos aside, these may be the best options
to put interoperability back on (the fast) track.

Policymakers more generdly concerned with overcoming collective-action problems, as one
frequently encounters in the network economies, may benefit from undersanding the spectrum of
solutions tried on the path to interoperability and thelr successes and falures. Examining the Euro-
pean drategy, the ingredients for its success become obvious Strong agency leedership, intentiona
risk taking, and public entrepreneurship were combined in a comprehensve overdl drategy. It cre-
ated a renforcing beief in winning and the undergtanding that one may pick technology based on
future requirements, not present needs. Leadership and risk-taking entrepreneurship are not gener-
aly associated with Europe. But previous successes in both have made the Europeans more Ameri-
can. Strrangdy, the Americans—risk-averse, deliberative and haphazard—seem to have become
more European. These are core lessons to be drawn from a decade of interoperability policy. Ingtill-
ing leadership, the willingness to take risks, and the &bility to creste comprehensive drategies into
the U.S. policy machinery may be the most promising long-term gpproach to public management,
and the most needed one.
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But one must never forget: Leadership, risk-taking, comprehendve drategic thinking are the
tools The god of interoperability is to have firefighters communicating seamlesdy with ther breth
ren from EMS, with policemen and women, and with the innumerable other first responders. When
on September 11, 2001, the Pentagon stood ablaze, dmost a decade after the first World Trade Cen
ter bombings, and years after Columbine High, responding fire companies from Maryland once
again could not communicate with those from Washington, D.C. and Northern Virginia'®® Runners
had to be used instead—a shocking reminder of a crisis unsolved.**

108 gee Steve Twoney and Carol D. Leonnig, "Rush Is On to Boost Region's Response to Terror Attacks," Washing-
ton Post, September 30, 2001, p. A0L.

109 The tragedy of 9711 holds many lessons for interoperability. Yet, at the time of this writing (2002) only portions
of the primary materials are available. Once complete transcripts of the emergency communications at WTC
have been made public, and detailed reports have mapped out and assessed the brave efforts of the first re-
sponders, many of whom gave their lives, they will surely teach us many more powerful lessons on how to
improve communications interoperability.
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